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Wenn Sie am CSK Summit teilnehmen, verarbeitet die
DATAKONTEXT GmbH Ihre personenbezogenen

Daten. Mit diesen Datenschutzhinweisen informieren
wir Sie, wie und warum wir Ihre Daten verarbeiten

und wie wir gewährleisten, dass sie vertraulich
bleiben und geschützt sind.

Wir nehmen Datenschutz ernst: Wir verarbeiten personenbezogene Daten
grundsätzlich ausschließlich dann, wenn dies für die Bereitstellung eines
Dienstes oder Angebots erforderlich ist oder diese von den Nutzern
freiwillig bereitgestellt werden. Außerdem schützen wir personenbezogene
Daten mit Hilfe technischer und betrieblicher Sicherungen vor zufälliger
oder vorsätzlicher Manipulation, vor Verlust, Zerstörung oder dem Zugriff
unberechtigter Personen. Diese Vorkehrungen überprüfen und
modernisieren wir regelmäßig.

Datenschutzhinweise bei Bewerbungen



Falls Sie sich bei uns beworben haben, finden Sie hier die erforderlichen
Datenschutzhinweise.

Datenschutz im Überblick

Welche Daten erfassen wir?

Bestandsdaten (z.B. Namen, Adressen)
Kontaktdaten (z.B. E-Mail, Telefonnummern)
Inhaltsdaten (z.B. Eingaben in Onlineformularen)
Zahlungsdaten (z.B. Bankverbindungen, Rechnungen,
Zahlungshistorie)
Vertragsdaten (z.B. Vertragsgegenstand, Laufzeit)
Nutzungsdaten (z.B. besuchte Webseiten, Interesse an Inhalten,
Zugriffszeiten)
Meta-/Kommunikationsdaten (z.B. Geräte-Informationen, IP-Adressen,
ID)

Wie erheben wir die Daten?

Die Daten, die beim Aufrufen unserer digitalen Angebote anfallen, erheben
wir automatisiert. Ansonsten erheben wir Daten auf Grund Ihrer Eingaben
bzw. Mitteilungen oder durch den Einsatz von Cookies oder ähnlichen
Technologien.

Wofür nutzen wir die Daten?

Bereitstellung digitaler Angebote:

technische Bereitstellung und Sicherheit
Registrierung und Anmeldung

https://datenschutz.swmh.de/bewerber


Profil
Teilnahme an der Veranstaltung

Kommunikation:

Verwaltung und Beantwortung von Anfragen und Kommunikation

Werbung für unsere eigenen Produkte

Direktwerbung
Newsletter

Geben wir die Daten weiter?

Sofern Sie eingewilligt haben oder wir anderweitig gesetzlich dazu befugt
sind, geben wir Ihre personenbezogenen Daten für die oben genannten
Zwecke an Dienstleister (z.B. Hosting, Marketing, Vertriebspartner,
Zahlungsdienstleister) weiter. In solchen Fällen beachten wir die
gesetzlichen Vorgaben und schließen insbesondere entsprechende Verträge
bzw. Vereinbarungen, die dem Schutz Ihrer Daten dienen, mit den
Empfängern Ihrer Daten ab.

Wir übermitteln personenbezogene Daten an andere Unternehmen
innerhalb unserer Unternehmensgruppe oder gewähren ihnen den Zugriff
auf diese Daten zu administrativen Zwecken. Diese Weitergabe der Daten
beruht auf unseren berechtigten unternehmerischen und
betriebswirtschaftlichen Interessen oder erfolgt, falls sie zur Erfüllung
unserer vertragsbezogenen Verpflichtungen erforderlich ist oder wenn eine
Einwilligung der Betroffenen oder eine gesetzliche Erlaubnis vorliegt.

Datenweitergabe an Sponsoren

Wenn die Teilnahme an einer Veranstaltung (Webinar o.ä.) davon abhängig
ist, dass Sie als vertragliche Gegenleistung Ihre Namen- und Kontaktdaten
für werbliche Zwecke bereitstellen, erfolgt die Datenweitergabe an folgende
Sponsoren der Veranstaltung ebenfalls zur Vertragserfüllung:

Aagon GmbH, Lange Wende 33, 59494 Soest, +49 2921 789200,
newsletter@aagon.com

mailto:newsletter@aagon.com


Acronis International GmbH, Rheinweg 9, Schaffhausen, Schweiz 8200,
+41 526 302800, info@acronis.de
ADLON Intelligent Solutions GmbH, Albersfelder Straße 30, 88213
Ravensburg, +49 751 76070, zentrale@adlon.de
Alter Solutions Deutschland GmbH, Hammer Straße 19, 40219
Düsseldorf, +49 173 3878679, jkrause@alter-solutions.com
ASSA ABLOY Sicherheitstechnik GmbH, Attilastr. 61-67, 12105 Berlin,
+49 30 81060, berlin@assaabloy.com
Censys, 116 S Main Street, 48104 Ann Arbor, MI, USA, +1 877 438 9159,
hello@censys.com
Code Blue GmbH, Stützeläckerweg 12-14, 60489 Frankfurt am Main, +49
69 979460900, Info@codebluecyber.de
ectacom GmbH, Eduard-Buchner-Straße 32, 85662 Hohenbrunn, +49
8102 89520, marketing@ectacom.com
Empalis Consulting GmbH, Wankelstraße 14, 70563 Stuttgart, +49 711
46928260, info@empalis.com
FUDO SECURITY Sp. z o.o, ALEJE JEROZOLIMSKIE 178, 02-486
Warszawa, Polen,+49 162 283 6973, s.rabben@fudosecurity.com
itWatch GmbH, Aschauer Str. 30, 81549 München, +49 89 62030100,
Office.muenchen@itwatch.de
KnowBe4 Germany GmbH, Rheinstraße 45/46, 12161 Berlin, +49 30
34646460, dsorg@knowbe4.com
Nozomi Networks / Sophie Beale Burchell, 575 Market Street, Suite
3650, CA 94105, San Francisco, +31 619140971,
Sophie.beale@nozominetworks.com
secunet Security Networks AG, Kurfürstenstr. 58, 45138 Essen, +49 201
54540, info@secunet.com
secuvera GmbH, Siedlerstraße 22-24, 71126 Gäufelden, +49 7032 97580,
info@secuvera.de
SITS Deutschland GmbH, Konrad-Adenauer-Ring 33, 65187 Wiesbaden,
+49 611 9458810, marketing@sits-group.ch
Sophos Technology GmbH, Gustav-Stresemann-Ring 1, 65189
Wiesbaden, +49 800 2782761, sales@sophos.de
Sopra Steria SE, Hans-Henny-Jahnn-Weg 29, D-22085 Hamburg, Telefon
+49 40 227030, marcom.de@soprasteria.com
SoSafe SE, Lichtstraße 25a, 50825 Köln, +49 221 65083800,
info@sosafe.de
TEHTRIS GMBH, Schillerstr. 4, 60313 Frankfurt, +49 69 66408840,
germany@tehtris.eu
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ujima GmbH, Kennedyallee 93, 60596 Frankfurt, +49 69 153227930,
office-admin@ujima.de
WALLIX GmbH, Prinzregentenstraße 91, 81677 München, +49 89
52036568, marketing@wallix.com

Die vorgenannten Unternehmen verwenden die von Ihnen auch in
Umfragen gegebene Antworten sowie die tatsächliche Anwesenheit, um
Tagungsunterlagen versenden und Sie zielgerichtet ansprechen zu können.

Ihre Einwilligung zu den Werbezwecken können Sie jederzeit mit Wirkung
für die Zukunft widerrufen,

bei der DATAKONTEXT GmbH, Augustinusstraße 11 A, 50226 Frechen,
02234/9894940, werbewiderspruch@datakontext.com
per Abmeldelink in den einzelnen Newslettern und E-Mailings
oder bei den oben genannten Unternehmen.

Ihre Daten werden bis zu Ihrem Widerruf gespeichert bzw. deren Löschung
erfolgt, sobald sie zu den angegebenen Zwecken nicht mehr notwendig sind.

Übermitteln wir Daten in Drittländer?

Zur Nutzung unserer digitalen Angebote kann eine Übermittlung
bestimmter personenbezogener Daten in Drittländer, also Länder, in denen
die DSGVO nicht geltendes Recht ist, erforderlich sein. Wir lassen eine
Verarbeitung Ihrer Daten in einem Drittland jedoch nur zu, wenn die
besonderen Voraussetzungen der Art. 44 ff. DSGVO und damit die
Gewährleistung eines angemessenen Datenschutzniveaus in dem Land
erfüllt sind. Das bedeutet, für das Drittland muss entweder ein
Angemessenheitsbeschluss der Europäischen Kommission vorliegen oder
geeignete Garantien gem. Art. 46 DSGVO oder eine der Voraussetzungen des
Art. 49 DSGVO. Sofern im Folgenden nichts anderes angegeben ist,
verwenden wir als geeignete Garantien die jeweils gültigen
Standardvertragsklauseln für die Übermittlung personenbezogener
Daten an Auftragsverarbeiter in Drittländern.

Wie sichern wir die Daten?
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Um Ihre Privatsphäre zu schützen und ein dem Risiko angemessenes
Schutzniveau zu gewährleisten, treffen wir nach Maßgabe der gesetzlichen
Vorgaben unter Berücksichtigung des Stands der Technik, der
Implementierungskosten und der Art, des Umfangs, der Umstände und der
Zwecke der Verarbeitung sowie der unterschiedlichen
Eintrittswahrscheinlichkeiten und des Ausmaßes der Bedrohung der Rechte
und Freiheiten natürlicher Personen technische und organisatorische
Maßnahmen, die regelmäßig überprüft und angepasst werden. Die
Maßnahmen sichern die Vertraulichkeit, Integrität, Verfügbarkeit und
Belastbarkeit Ihrer Daten. Hierzu gehört unter anderem die Verwendung
anerkannter Verschlüsselungsverfahren (SSL oder TLS) und
Pseudonymisierungen.

Wir weisen Sie jedoch darauf hin, dass es aufgrund der Struktur des
Internets möglich ist, dass die Regeln des Datenschutzes und die o. g.
Sicherungsmaßnahmen von anderen, nicht innerhalb unseres
Verantwortungsbereichs liegenden Personen oder Institutionen nicht
beachtet werden. Insbesondere können unverschlüsselt preisgegebene
Daten – z. B. wenn dies per E-Mail erfolgt – von Dritten mitgelesen werden.
Wir haben technisch hierauf keinen Einfluss.

Welche Rechte haben Sie?

Auskunft
Löschung
Berichtigung
Widerspruch

Sie können sich mit Ihrem Anliegen an den Datenschutzbeauftragten
postalisch oder per E-Mail, swmh-datenschutz@atarax.de, wenden.

Diese Datenschutzhinweise werden von Zeit zu Zeit angepasst. Das Datum
der letzten Aktualisierung finden Sie am Anfang dieser Information.

mailto:swmh-datenschutz@atarax.de


Im Folgenden erhalten Sie Datenschutzhinweise in ausführlicher Form.

Wenn Sie unsere digitalen Angebote nutzen

Technische Bereitstellung und Sicherheit

Wenn unser Angebot genutzt wird, werden durch uns automatisch
unbedingt erforderliche Technologien eingesetzt und folgende
Informationen verarbeitet:

Informationen über das zugreifende Endgerät und die verwendete
Software
Datum und Uhrzeit des Zugriffs
Websites, von denen der Nutzer auf unsere Website gelangt oder die
der Nutzer über unsere Website aufruft
IP-Adresse

Die Erhebung dieser Logs und deren temporäre Speicherung und
Verarbeitung sind zur Sicherstellung der Systemsicherheit und Integrität
(insbesondere zur Abwehr und Verteidigung von Angriffs- bzw.
Schädigungsversuchen) erforderlich und erfolgen mit unserem
entsprechenden berechtigten Interesse (§ 25 Abs. 2 Nr. 2 TDDDG, Art. 6 Abs.
1 f DSGVO).

Die Speicherdauer für diese Log-Daten beträgt in der Regel sieben Tage, zur
zuverlässigen Erkennung von KI-Bots beträgt diese 30 Tage. Ab diesem
Zeitpunkt werden diese speziellen Server-Log-Daten aufgrund unseres
berechtigten Interesses an einer statistischen Auswertung zur Bewertung
der KI-Bots und deren Auswirkungen auf unsere Inhalte anonymisiert (Art.
6 Abs. 1 f DSGVO).

Rechtsgrundlage für die vorgenannten Datenverarbeitungen ist unser
berechtigtes Interesse gemäß Art. 6 Abs. 1 S. 1 lit. f ) DSGVO.



Registrierung

Wenn Sie sich auf unseren Websites registrieren oder anmelden, fragen wir
Ihre E-Mail-Adresse sowie ein Passwort, sowie Ihren Namen, Position, Firma
und Abteilung als Pflichtangaben ab.

Die Verarbeitung dieser Daten erfolgt zur Vertragserfüllung gemäß Art. 6
Abs. 1 S. 1 lit. b) DSGVO. Damit können wir Ihre Berechtigung zur
Verwaltung des Benutzerkontos verifizieren, die Nutzungsbedingungen mit
allen damit verbundenen Rechten und Pflichten durchsetzen und Sie mit
Newslettern und Mailings über unsere Produkte informieren.

Sie haben die Möglichkeit, weitere Angaben auf freiwilliger Basis in einem
Profil zu ergänzen. Die Verwendung dieser Informationen beruht auf Ihrer
Einwilligung gemäß Art. 6 Abs. 1 S. 1 lit. a) DSGVO.

Der PHPSESSID Cookie speichert die Session ID des Users, also die
Information, dass dieser eingelogged ist, und ist unbedingt erforderlich.

Profil

Sie können sich über das Login ein Profil erstellen, um Networking mit Hilfe
eines Matching-Algorithmus zu betreiben. Die erforderlichen Angaben
werden zur Vertragserfüllung (Art. 6 Abs. 1 lit. b) DSGVO) verarbeitet.

Die entsprechend gekennzeichneten Angaben sind freiwillig und werden
mit Ihrer Einwilligung (Art. 6 Abs. 1 lit. a) DSGVO) bzw. aufgrund unseres
berechtigten Interesses an Direktwerbung, insbeosndere an einer
persönlichen Kundenansprache (Art. 6 Abs. 1 lit. f ) DSGVO) verarbeitet.
Diese können Sie jederzeit löschen.

Im Profil können Sie auch unter "E-Mail-Einstellungen" hinterlegen, wenn
Sie keine E-Mails zum Summit mehr erhalten möchten.

Teilnahme an der Veranstaltung

Zur Durchführung der Veranstaltung setzen wir GoTo Webinar ein.

GoTo Webinar



Wir nutzen das Tool GoTo Webinar (GoTo Technologies Ireland Unlimited
Company, Ireland), um Webinare oder andere Veranstaltungen
durchzuführen.

Wir protokollieren die Chatinhalte, um unsere Webinare optimieren zu
können. Dazu verarbeiten wir zur Nachbereitung der Webinare die
gestellten Fragen von Webinar-Teilnehmern. Die Tatsache der Aufzeichnung
wird Ihnen zudem angezeigt.

Folgende personenbezogene Daten sind Gegenstand der Verarbeitung:

Benutzerangaben: Vorname, Nachname, Telefon (optional), E-Mail
Meeting-Metadaten: Thema, Beschreibung (optional), Teilnehmer-IP-
Adressen, Geräte-/Hardware-Informationen
bei Cloudaufzeichnungen (optional): Mp4 von allen Video-, Audio- und
Präsentationen, M4A von allen Audioaufnahmen, Textdatei von allen
in Meeting-Chats, Audio-Protokolldatei
IM-Chat-Protokolle
Telefonie-Nutzungsdaten (optional): Call In-Nummer, Call Out-
Nummer, Ländername, IP-Adresse, Start- und Endzeit, Host-Name,
Host-E-Mail, MAC-Adresse des verwendeten Geräts
Text-, Audio- und Videodaten: Sie haben ggf. die Möglichkeit, in einem
„Online-Meeting“ die Chat-, Fragen- oder Umfragefunktionen zu
nutzen. Die von Ihnen dort gemachten Texteingaben werden
protokolliert. Um die Anzeige von Video und die Wiedergabe von Audio
zu ermöglichen, werden entsprechend während der Dauer des
Meetings die Daten vom Mikrofon Ihres Endgeräts sowie von einer
etwaigen Videokamera des Endgeräts verarbeitet. Sie können die
Kamera oder das Mikrofon jederzeit selbst über GoTo abschalten bzw.
stummstellen.
Standortdaten.

Die Datenverarbeitung erfolgt nach Art. 6 Abs. 1 S. 1 lit. b) DSGVO.

Ihre personenbezogenen Daten, die im Zusammenhang mit der Teilnahme
an unseren Online-Veranstaltungen verarbeitet werden, werden
grundsätzlich nicht an Dritte weitergegeben, sofern sie nicht gerade zur
Weitergabe bestimmt sind. Der Dienstleister GoTo erhält notwendigerweise
Kenntnis von den o.g. Daten, soweit dies im Rahmen unseres
Auftragsverarbeitungsvertrages mit ihm vorgesehen ist. Wenn Sie bei GoTo
als Benutzer registriert sind, dann können Berichte über Online-
Veranstaltungen (Meeting-Metadaten, Daten zur Telefoneinwahl, Fragen



und Antworten in Webinaren, Umfragefunktion in Webinaren) bis zu einem
Monat bei GoTo gespeichert werden.

Die Löschung Ihrer personenbezogenen Daten erfolgt spätestens mit Ablauf
des Jahres, in dem das Webinar und deren Auswertung abgeschlossen
wurde.

Wenn Sie mit uns kommunizieren

Kontakt

Wenn Sie mit uns in Kontakt treten, erheben wir nur dann
personenbezogene Daten (z. B. Name, E-Mail-Adresse, Telefonnummer),
wenn Sie uns diese von sich aus mitteilen. Eine Mitteilung dieser Angaben
erfolgt ausdrücklich auf freiwilliger Basis. Der Zweck der Verarbeitung Ihrer
Daten ist die Bearbeitung und Beantwortung Ihres Anliegens. Darin liegt
auch unser berechtigtes Interesse an der Datenverarbeitung nach Art.6
Abs.1 S.1 lit.f) DSGVO.

Bei einer telefonischen Anfrage werden Ihre Daten zudem durch
Telefonanwendungen und zum Teil auch über ein Sprachdialogsystem
verarbeitet, um uns bei der Verteilung und Bearbeitung der Anfragen zu
unterstützen.

Wir werden Ihre Daten, die wir im Rahmen der Kontaktaufnahme erhalten
haben, löschen, sobald Ihr Anliegen vollständig bearbeitet ist und keine
weitere Kommunikation mit Ihnen erforderlich ist oder von Ihnen
gewünscht wird.

Wenn wir für unsere Produkte werben



Direktwerbung

Wir verwenden Ihre Kontaktdaten über die vertragsbezogene Nutzung
hinaus auch zur Werbung. Dies geschieht nur, wenn Sie ausdrücklich
eingewilligt haben (Art. 6 Abs. 1 lit. a) DSGVO) oder aufgrund unseres
berechtigten Interesses an einer persönlichen Kundenansprache oder an
Direktwerbung (Art. 6 Abs. 1 lit. f ) DSGVO) beispielsweise für Informationen
über gleiche und ähnliche Produkte unseres Unternehmens (§ 7 Abs. 3
UWG).

Falls Sie keine Werbung mehr wollen, können Sie jederzeit Ihre
Einwilligung widerrufen oder der Werbung widersprechen, ohne dass
hierfür andere als die Übermittlungskosten nach den Basistarifen
entstehen.

Die von uns verarbeiteten Daten werden gelöscht, sobald sie für ihre
Zweckbestimmung nicht mehr erforderlich sind, Sie der Werbung
widersprochen haben und der Löschung keine gesetzlichen
Aufbewahrungspflichten entgegenstehen.

durch einen Klick auf den Abmelde-Link am Ende der Mail
per Mail an datenschutz@datakontext.com
schriftlich an die DATAKONTEXT GmbH, Augustinusstr. 11a, 50226
Frechen-Königsdorf (bitte Mailadresse und den Namen von der
Registrierung angeben)

Newsletter

Sie erhalten von uns Newsletter, wenn Sie diese explizit unter Angabe Ihres
Namens und Ihrer E-Mail-Adresse bestellen. Die angegebene E-Mail-Adresse
wird mit Hilfe einer Bestätigungsmail an diese überprüft („Double-Opt-In-
Verfahren“). Diese personenbezogenen Daten verarbeiten wir mit Ihrer
Einwilligung nach Art. 6 Abs. 1 lit. a) DSGVO.

Wenn Sie eingewilligt haben, werten wir Ihre Klicks in Newslettern mit
Hilfe sogenannter Tracking-Pixel, also unsichtbarer Bilddateien aus. Diese
sind Ihrer Mail-Adresse zugeordnet und werden mit einer eigenen ID
verknüpft, um Klicks im Newsletter eindeutig Ihnen zuzuordnen. Das
Nutzungsprofil soll dazu dienen, das Newsletter-Angebot auf Ihre Interessen
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zuschneiden zu können. Wir erfassen, wann Sie Newsletter lesen und
welche Links Sie anklicken, und folgern daraus ein Interessenprofil.

Sie können sich von jedem Newsletter jederzeit abmelden und Ihre
Einwilligung in den Versand und die Auswertung widerrufen — Sie erhalten
dann allerdings keinen Newsletter mehr. Zu diesem Zweck findet sich in
jedem Newsletter ein entsprechender Link.

Die Löschung Ihrer Daten erfolgt nach Abbestellung des Newsletters zum
Ende des Jahres, in dem Sie sich vom Newsletter abgemeldet haben.

Newsletter - Datenverarbeitung im Detail

Daten
Zweck der
Verarbeitung

Rechtsgrundlag
e der
Verarbeitung

Speicherdauer

E-Mail-Adresse
Versand des
Newsletters

Einwilligung bis Widerruf

IP-Adresse bei
Opt-in

Nachweis des
Double-Opt-In

Einwilligung bis Widerruf

Zeitpunkt der
DOI-
Verifizierung

Nachweis des
Double-Opt-In

Einwilligung bis Widerruf

Anrede*
Direkte
Ansprache

Einwilligung bis Widerruf

Vorname*
Direkte
Ansprache

Einwilligung bis Widerruf

Nachname*
Direkte
Ansprache

Einwilligung bis Widerruf

Nutzungsdaten

Weiterentwickl
ung und
Verbesserung
des Dienstes

Einwilligung bis Widerruf

Endgeräte
Korrekte
Ausspielung des
Newsletters

Einwilligung bis Widerruf



*freiwillige Angaben

Was Sie noch wissen sollten

Verantwortlicher

Verantwortlicher im Sinne der DSGVO ist die

DATAKONTEXT GmbH

Augustinusstraße 11a
50226 Frechen

Datenschutzbeauftragter

atarax Unternehmensgruppe

Luitpold-Maier-Str. 7
D-91074 Herzogenaurach
Telefon: 09132 79800
E-Mail: swmh-datenschutz@atarax.de.

Kontakt für Ihre Datenschutzanfrage

Hier können Sie Ihre Fragen zum Datenschutz stellen.

datenschutz@datakontext.com
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Ihre Rechte

Gemäß Art.15 DSGVO haben Sie das Recht, Auskunft über Ihre von uns
verarbeiteten personenbezogenen Daten zu verlangen. In diesem
Rahmen haben Sie nach Maßgabe des Art. 15 Abs. 3-4 DSGVO zudem
das Recht, eine Kopie Ihrer durch uns verarbeiteten
personenbezogenen Daten zu erhalten.
Gemäß Art. 16 DSGVO können Sie unverzüglich die Berichtigung
unrichtiger oder die Vervollständigung Ihrer bei uns gespeicherten
personenbezogenen Daten verlangen.
Gemäß Art. 17 DSGVO können Sie die Löschung Ihrer bei uns
gespeicherten personenbezogenen Daten verlangen.
Gemäß Art. 18 DSGVO können Sie die Einschränkung der
Verarbeitung Ihrer personenbezogenen Daten verlangen.
Gemäß Art. 20 DSGVO können Sie verlangen, Ihre personenbezogenen
Daten, die Sie uns bereitgestellt haben, in einem strukturierten,
gängigen und maschinenlesebaren Format zu erhalten und Sie können
die Übermittlung an einen anderen Verantwortlichen verlangen.
Gemäß Art. 7 Abs. 3 DSGVO können Sie Ihre einmal erteilte
Einwilligung jederzeit gegenüber uns widerrufen. Das bedeutet, dass
die vor dem Widerruf erfolgte Verarbeitung auf Basis der Einwilligung
rechtmäßig erfolgte, und hat zur Folge, dass wir die auf dieser
Einwilligung beruhende Datenverarbeitung für die Zukunft nicht mehr
fortführen dürfen.

Widerspruchsrecht

Bei der Verarbeitung Ihrer personenbezogenen Daten auf Grundlage
berechtigter Interessen gemäß Art. 6 Abs. 1 S. 1 lit. f ) DSGVO oder nach
Art. 6 Abs. 1 S. 1 lit. e) DSGVO haben Sie das Recht, gemäß Art. 21 DSGVO
Widerspruch gegen die Verarbeitung Ihrer personenbezogenen Daten
einzulegen. Wir verarbeiten Ihre personenbezogenen Daten im Falle eines
solchen Widerspruchs nicht mehr, es sei denn, wir können zwingende
schutzwürdige Gründe für die Verarbeitung nachweisen, die die
Interessen, Rechte und Freiheiten der betroffenen Person überwiegen
oder die Verarbeitung dient der Geltendmachung, Ausübung oder
Verteidigung von Rechtsansprüchen.
Im Fall der Direktwerbung besteht für Sie jederzeit ein
Widerspruchsrecht gegen die Verarbeitung der Sie betreffenden
personenbezogenen Daten. Wenn Sie der Verarbeitung zu Zwecken der



Direktwerbung widersprechen, so werden die personenbezogenen Daten
nicht mehr für diese Zwecke verarbeitet.

Beschwerderecht bei der Aufsichtsbehörde

Sie haben das Recht, bei einer Datenschutz-Aufsichtsbehörde Beschwerde
gegen die Verarbeitung Ihrer personenbezogenen Daten einzulegen, wenn
Sie sich in Ihren Rechten gemäß der DSGVO verletzt sehen. In der Regel
können Sie sich hierfür an die Aufsichtsbehörde Ihres üblichen
Aufenthaltsortes, Ihres Arbeitsplatzes oder unseres Unternehmenssitzes
wenden.

Links zu anderen Websites

Wir verlinken auf Webseiten anderer Anbieter oder haben Elemente von
ihnen bei uns eingebunden. Dafür gelten diese Datenschutzhinweise nicht —
wir haben keinen Einfluss auf diese Seiten und können nicht kontrollieren,
dass andere die geltenden Datenschutzbestimmungen einhalten.

Änderungen der Datenschutzhinweise

Wir behalten uns das Recht vor, diese Datenschutzhinweise jederzeit unter
Beachtung der geltenden Datenschutzvorschriften zu ändern bzw.
anzupassen.


