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Wenn Sie ein Angebot der KREISZEITUNG Böblinger
Bote nutzen, verarbeitet die KREISZEITUNG

Böblinger Bote Wilhelm Schlecht GmbH & Co. KG Ihre
personenbezogenen Daten. Mit dieser

Datenschutzerklärung informieren wir Sie, wie und
warum wir Ihre Daten verarbeiten und wie wir
gewährleisten, dass sie vertraulich bleiben und

geschützt sind.

Wir nehmen Datenschutz ernst: Wir verarbeiten personenbezogene Daten
grundsätzlich ausschließlich dann, wenn dies für die Bereitstellung eines
Dienstes oder Angebots erforderlich ist oder diese von den Nutzern
freiwillig bereitgestellt werden. Außerdem schützen wir personenbezogene
Daten mit Hilfe technischer und betrieblicher Sicherungen vor zufälliger
oder vorsätzlicher Manipulation, vor Verlust, Zerstörung oder dem Zugriff
unberechtigter Personen. Diese Vorkehrungen überprüfen und
modernisieren wir regelmäßig.



Datenschutzhinweise bei Bewerbungen

Falls Sie sich bei uns beworben haben, finden Sie hier die erforderlichen
Datenschutzhinweise.

Allgemeines zur Datenverarbeitung

Personenbezogene Daten sind alle Informationen, die sich auf eine
identifizierte oder identifizierbare natürliche Person beziehen. Hierzu
gehören beispielsweise Informationen wie Ihr Name, Ihr Alter, Ihre
Anschrift, Ihre Telefonnummer, Ihr Geburtsdatum, Ihre E-Mail-Adresse,
Ihre IP-Adresse oder das Nutzerverhalten. Informationen, bei denen wir
keinen (oder nur mit einem unverhältnismäßigen Aufwand einen) Bezug zu
Ihrer Person herstellen können, z.B. durch Anonymisierung der
Informationen, sind keine personenbezogenen Daten.

Rechtsgrundlagen für die Datenverarbeitung

Personenbezogene Daten werden von uns zur Erfüllung vertraglicher
Pflichten nach Art. 6 Abs. 1 S. 1 lit. b) DSGVO verarbeitet. Dies umfasst
insbesondere:

Gewährleistung der Funktionssicherheit
die Abwicklung von Bestellungen wie beispielsweise Abonnements,
Einkäufe in unseren Shops, Buchung von Anzeigen, etc.
das Erstellen eines Benutzerkontos
die Bereitstellung von Services im Rahmen der Bestellungen wie
beispielsweise Nachsendeanträge, erneute Schaltung von Anzeigen,
Nachbestellungen, Adressänderungen, Reklamationen etc.
um Sie mit relevanten Informationen zu Ihren Bestellungen versorgen
zu können
für die Kontaktaufnahme mit Ihnen, soweit eine dauerhafte
Geschäftsbeziehung mit Ihnen oder Ihrem Arbeitgeber besteht oder

https://datenschutz.swmh.de/bewerber


angestrebt ist (Geschäftskontakte).

Außerdem verarbeiten wir Ihre Daten zur Wahrung unserer berechtigten
Interessen nach Art. 6 Abs. 1 S. 1 lit. f ) DSGVO,

zu Zwecken der Erstellung von Statistiken zur Verbesserung von
Produkten und Services
zu Zwecken der Verhinderung, Aufklärung und Anzeige von Straftaten,
z.B. von Betrug, z.B. Kreditkartenmissbrauch, Identitätstäuschung,
Erschleichen von Sonderkonditionen oder Tarifen
zur Geltendmachung rechtlicher Ansprüche einschließlich Inkasso
und Verteidigung bei rechtlichen Streitigkeiten
zu Zwecken der Revision
zur Werbung, soweit Sie der Nutzung ihrer Daten nicht widersprochen
haben
zu Zwecken der Erstellung von Statistiken zur Verbesserung von
Produkten und Services. In Einzelfällen bilden wir zu diesem Zweck
unter Verarbeitung von Bestell- und Nutzungsdaten Nutzergruppen;
diese Gruppen werden jedoch umgehend anonymisiert und nicht dazu
verwendet, Aspekte bezüglich Ihrer persönlichen Vorlieben zu
analysieren oder vorherzusagen.

Wir verarbeiten Ihre Daten aufgrund Ihrer Einwilligung nach Art. 6 Abs. 1
S.1 lit. a) DSGVO zu bestimmten Zwecken, insbesondere:

zu Zwecken der Erstellung von Statistiken zur Verbesserung von
Produkten und Services
zur personalisierten Nutzung der Webseite und zu personalisierten
Angeboten sowie Optimierung des Webangebots
zum Newsletter-Versand mit regelmäßigen Angeboten
zum Erhalt von speziellen Informationen und Angeboten von uns und
unseren Partnerunternehmen
zur Marktforschung
zur Kundenbefragung
zur Unterstützung von Nutzungsvorgängen der Webseite mit
Erinnerungsfunktionen und Live-Chats
zu analytischen Zwecken, um unser Angebot für Sie zu optimieren.

Eine erteilte Einwilligung kann jederzeit in den Datenschutz-Einstellungen
widerrufen werden. Der Widerruf einer Einwilligung wirkt erst für die
Zukunft und berührt nicht die Rechtmäßigkeit der bis zum Widerruf
verarbeiteten Daten.



Datenlöschung und Speicherdauer

Wir löschen oder anonymisieren Ihre personenbezogenen Daten, sobald sie
für die Zwecke, für die wir sie erhoben oder verwendet haben, nicht mehr
erforderlich sind.

Gegebenenfalls müssen wir Ihre Daten jedoch noch bis zum Ablauf der vom
Gesetzgeber oder Aufsichtsbehörden erlassenen Aufbewahrungspflichten
und -fristen, die sich aus dem Handelsgesetzbuch, der Abgabenordnung und
dem Geldwäschegesetz ergeben können (im Regelfall 6 bis 10 Jahre), weiter
speichern. Außerdem können wir Ihre Daten bis zum Ablauf der
gesetzlichen Verjährungsfristen (d.h. im Regelfall 3 Jahre; im Einzelfall aber
auch bis zu 30 Jahre) aufbewahren, soweit dies für die Geltendmachung,
Ausübung oder Verteidigung von Rechtsansprüchen erforderlich ist.
Danach werden die entsprechenden Daten gelöscht.

Datensicherheit und Sicherungsmaßnahmen

Um Ihre Privatsphäre zu schützen und ein dem Risiko angemessenes
Schutzniveau zu gewährleisten, treffen wir nach Maßgabe der gesetzlichen
Vorgaben unter Berücksichtigung des Stands der Technik, der
Implementierungskosten und der Art, des Umfangs, der Umstände und der
Zwecke der Verarbeitung sowie der unterschiedlichen
Eintrittswahrscheinlichkeiten und des Ausmaßes der Bedrohung der Rechte
und Freiheiten natürlicher Personen technische und organisatorische
Maßnahmen, die regelmäßig überprüft und angepasst werden. Die
Maßnahmen sichern die Vertraulichkeit, Integrität, Verfügbarkeit und
Belastbarkeit Ihrer Daten. Hierzu gehört unter anderem die Verwendung
anerkannter Verschlüsselungsverfahren (SSL oder TLS),
Pseudonymisierungen und Kürzung der IP-Adressen.

Wir weisen Sie jedoch darauf hin, dass es aufgrund der Struktur des
Internets möglich ist, dass die Regeln des Datenschutzes und die o. g.
Sicherungsmaßnahmen von anderen, nicht innerhalb unseres
Verantwortungsbereichs liegenden Personen oder Institutionen nicht
beachtet werden. Insbesondere können unverschlüsselt preisgegebene
Daten – z. B. wenn dies per E-Mail erfolgt – von Dritten mitgelesen werden.
Wir haben technisch hierauf keinen Einfluss.



Ort der Verarbeitung

Wir versuchen jederzeit, dass Datenverarbeitungen ausschließlich
innerhalb der EU bzw. des EWR stattfinden. Wir und Dritte verarbeiten
Daten auch in Staaten außerhalb des Europäischen Wirtschaftsraumes
(„EWR“). Um den Schutz Ihrer Persönlichkeitsrechte auch im Rahmen dieser
Datenübertragungen zu gewährleisten, bedienen wir uns bei der
Ausgestaltung für Datentransfers außerhalb des EWR insbesondere sog.
„Standardvertragsklauseln“ der EU-Kommission gemäß Art. 46 Abs. 2 lit. c
DSGVO. Diese sind unter http://eur-lex.europa.eu/LexUriServ/LexUriServ.do?
uri=OJ:L:2010:039:0005:0018:DE:PDF jederzeit abrufbar, alternativ können
Sie diese Dokumente auch bei uns unter den unten angegebenen
Kontaktmöglichkeiten erfragen.

Schutz Minderjähriger

Personen unter 16 Jahren sollten ohne Zustimmung der Eltern oder
Erziehungsberechtigten keine personenbezogenen Daten an uns
übermitteln.

Einsatz von Dienstleistern

Bei der Verarbeitung Ihrer Daten rund um unsere Dienstleistungen und
Produkte setzen wir Dienstleister ein oder übermitteln diese Daten an
Unternehmen, die uns beispielsweise bei der Abwicklung von
Zahlungsaufträgen unterstützen. Die Dienstleister verarbeiten die Daten
ausschließlich im Rahmen unserer Weisung und sind zur Einhaltung der
geltenden Datenschutzbestimmungen verpflichtet worden. Sämtliche
Auftragsverarbeiter wurden sorgfältig ausgewählt und erhalten nur in dem
Umfang und für den benötigten Zeitraum Zugang zu Ihren Daten, der für die
Erbringung der Leistungen erforderlich ist bzw. in dem Umfang, in dem Sie
in die Datenverarbeitung und -nutzung eingewilligt haben.

Dienstleister in Ländern wie den USA oder in anderen Ländern außerhalb
der EU oder den Ländern des Europäischen Wirtschaftsraums unterliegen
einem Datenschutz, der allgemein personenbezogene Daten nicht in
demselben Maße schützt, wie es in den Mitgliedstaaten der Europäischen
Union der Fall ist. Soweit Ihre Daten in einem Land außerhalb der EU/des

http://eur-lex.europa.eu/LexUriServ/LexUriServ.do?uri=OJ:L:2010:039:0005:0018:DE:PDF
http://eur-lex.europa.eu/LexUriServ/LexUriServ.do?uri=OJ:L:2010:039:0005:0018:DE:PDF


EWR verarbeitet werden, welches nicht über ein anerkannt hohes
Datenschutzniveau wie die Europäische Union verfügt, stellen wir über
vertragliche Regelungen oder andere anerkannte Instrumente sicher, dass
Ihre personenbezogenen Daten angemessen geschützt werden.

Partnerprogramme

Logfiles

Beim Aufruf unserer Internetseiten erheben wir Daten über jeden Zugriff
auf den Server, auf dem sich dieser Dienst befindet (Logfiles).

Datenverarbeitung im Detail

Verarbeitete Daten Zweck der Verarbeitung

Verwendetes Betriebssystem
Auswertung nach Geräten um
optimierte Darstellung der
Webseite sicherzustellen

Informationen über den
Browsertyp und die verwendete
Version

Auswertung der verwendeten
Browser um unsere Webseiten
hierfür zu optimieren

Internet-Service-Provider des
Nutzers

Auswertung der Internet Service
Provider

IP-Adresse
Darstellung der Webseite auf dem
jeweiligen Gerät

Datum und Uhrzeit des Aufrufs
Sicherstellung des
ordnungsgemäßen Betriebs der
Website.



Verarbeitete Daten Zweck der Verarbeitung

Ggf. Hersteller und
Typenbezeichnung des
Smartphones, Tablets oder
sonstiger Endgeräte

Auswertung der Gerätehersteller
und Arten von mobilen Endgeräten
für statistische Zwecke

Da diese Daten für uns unbedingt erforderlich sind, um Ihnen unsere
digitalen Produkte anzuzeigen bzw. unsere Services zu bieten, sowie um die
Stabilität und Sicherheit zu gewährleisten und wir damit insbesondere
Schutz vor Missbrauch bieten können, verarbeiten wir Ihre Daten auf
Grundlage unseres berechtigten Interesses nach Art. 6 Abs. 1 S. 1 lit. f )
DSGVO an der Datenverarbeitung, deren Sicherheit wir mit am Stand der
Technik orientierten Schutzmaßnahmen gewährleisten.

Die Daten werden ebenfalls in den Logfiles unseres Systems gespeichert.
Eine Speicherung dieser Daten zusammen mit anderen personenbezogenen
Daten von Ihnen findet nicht statt.

Die Daten werden nach 30 Tagen gelöscht, die IP-Adressen werden in der
Regel nach 7 Tagen gelöscht.

Da die Erfassung der Daten zur Bereitstellung der Website und die
Speicherung der Daten in Logfiles für den Betrieb der Internetseite
unbedingt erforderlich ist, haben Sie hier keine Widerspruchsmöglichkeit.

Registrierung

Wenn Sie sich auf unseren Websites registrieren oder anmelden, fragen wir
Ihre E-Mail-Adresse sowie ein Passwort als Pflichtangaben ab. Diese Daten
sind erforderlich, um ein Profil erstellen zu können, mit dem Sie u.a.

• digitale Abos nutzen und
• Produkte bestellen können.

Die Verarbeitung dieser Daten erfolgt zur Vertragserfüllung gemäß Art. 6
Abs. 1 S. 1 lit. b) DSGVO. Damit können wir Ihre Berechtigung zur
Verwaltung des Benutzerkontos verifizieren, die Nutzungsbedingungen mit
allen damit verbundenen Rechten und Pflichten durchsetzen und mit Ihnen
in Kontakt treten, um Ihnen technische oder rechtliche Hinweise zu geben,
ebenso Updates, Sicherheitsmeldungen oder andere Nachrichten, die etwa



die Verwaltung des Nutzeraccounts betreffen (z.B. Anfragen zur
Rücksetzung Ihres Passwortes).

Sie haben die Möglichkeit, weitere Angaben auf freiwilliger Basis zu
ergänzen. Dies können beispielsweise Ihr Name, Ihr Geschlecht, Ihre
Anschrift, Ihr Geburtsdatum und weitere Kontaktdaten sein. Die
Verwendung dieser Informationen für die nachfolgend beschriebenen
Leistungen beruht auf Ihrer Einwilligung gemäß Art. 6 Abs. 1 S. 1 lit. a)
DSGVO.

Ihr Nutzer-Konto können Sie unter "Logindaten" selbst löschen oder dies
beauftragen. Sie können dann keine anmeldepflichtigen digitalen Dienste
mehr nutzen. Wenn Sie noch digitale Abonnements bei uns haben, für die
ein Nutzer-Konto erforderlich ist, kann dieses Konto aus rechtlichen
Gründen nicht vor Ende der vereinbarten Abo-Laufzeit gelöscht werden.
Wenn Sie Ihr Nutzer-Konto löschen, ersetzt das nicht die schriftliche
Kündigung eines digitalen Abos. Wenn Sie als Abonnent der gedruckten
Ausgabe ein Nutzer-Konto bei uns haben, können Sie Ihr Nutzer-Konto
löschen oder dies beauftragen, verzichten dann aber auf die damit
verbundenen Funktionen wie den Online-Aboservice. Wenn Sie sich später
wieder für ein Nutzer-Konto registrieren wollen, ist dies jederzeit möglich.

Die bei der Registrierung von Ihnen angegeben Daten werden bei Inaktivität
nach 2 Jahren gelöscht.

„Angemeldet bleiben“-Funktion

Damit Sie sich bei einem späteren erneuten Aufrufen der Webseite bzw. App
nicht erneut einloggen müssen und wir Sie automatisch wiedererkennen
können, setzen wir Cookies aufgrund des berechtigten Interesses an einem
nutzerfreundlichen Service ein (Art. 6 Abs. 1 S. 1 lit. f ) DSGVO). Nach 30
Tagen Inaktivität wird die Funktion gelöscht. Nach Ablauf der „Angemeldet
bleiben“-Funktion werden Sie zum erneuten Login aufgefordert.

Vorausgefüllte Formulare

Wir nutzen Ihre im Profil hinterlegten Daten (dies können sowohl Daten
sein, die Sie dort im Rahmen der Registrierung oder zu einem späteren
Zeitpunkt aktiv hinzugefügt haben, oder Daten, die Sie im Rahmen einer
früheren Bestellung angegeben haben und die wir bei einer erneuten
Bestellung automatisch übernehmen), um Ihnen den Bestell- oder andere



Prozesse durch vorausgefüllte Formulare zu erleichtern (Art. 6 Abs. 1 S. 1 lit.
f) DSGVO).

Teilen von Inhalten

Sie haben die Möglichkeit, Inhalte unserer Websites weiter zu empfehlen
über die am Inhalt platzierten Buttons; auf mobilen Endgeräten über die
native Sharing-Funktion. Wir stellen den sozialen Netzwerken Inhalte - und
keine personenbezogene Daten - zur Verfügung, die ausschließlich dazu
dienen, Inhalte darzustellen. Wenn Sie die Buttons nutzen, verlinken wir
lediglich auf die Seite des jeweiligen Social Media-Anbieters. Wir
verarbeiten keine personenbezogenen Daten von Ihnen.

Einbindung von Inhalten

Wir setzen Embeds, also Einbettungen von Inhalten ein, um unsere
Angebote zu optimieren und Ihnen interessante Inhalte anzubieten.
Dabei handelt es sich neben Videos zum Beispiel um Social Media Posts,
Karten oder Musikplayer. Die jeweilige Einbettung erfolgt durch das
technische Verfahren des sogenannten Framings. Beim Framing wird durch
das bloße Einfügen eines bereitgestellten HTML-Links in den Code einer
Website ein Wiedergaberahmen (Englisch: frame) auf unseren Seiten
erzeugt und so ein Abspielen des auf den Servern der Drittplattform
gespeicherten Inhaltes ermöglicht.

Dieser fremde Inhalt wird nicht ohne Ihre Zustimmung geladen (Art. 6 Abs.
1 S. 1 lit. a) DSGVO).
Wir haben diese Inhalte in der Regel, soweit dies durch die Hersteller der
verwendeten Einbettungen uns technisch bereitgestellt wird, technisch so
eingebunden, dass beim Aufruf einer Seite mit Embeds einer Drittplattform
nicht automatisch Daten an diese weitergeleitet werden. Nur, wenn Sie die
Embeds mit einem Klick auf „Zustimmen und laden“ aktivieren, werden die
Elemente der Drittanbieter geladen. Erst dann werden vom Drittanbieter
ggf. Cookies gesetzt und über Ihren Browser Daten an den jeweiligen
Anbieter wie Twitter oder Instagram übertragen.

Einige solcher Inhalte stammen auch von sozialen Netzwerken oder
anderen Unternehmen aus den USA. Durch die Einbindung deren Inhalte
können Cookies und ähnliche Techniken von diesen eingesetzt werden und



Daten an diese in die USA übermittelt werden (z.B. Ihre IP-Adresse,
Browserinformation, Cookie-ID, Pixel-ID, aufgerufene Seite, Datum und Zeit
des Aufrufs). Einzelheiten zu den eingebundenen Inhalten der einzelnen
Netzwerke bzw. dieser Unternehmen und den bei diesen stattfindenden
Datenverarbeitungen sowie Ihren Datenschutzrechten, die auch werbliche
Zwecke umfassen können, finden Sie in den folgenden Zeilen. Mit einem
Opt-In erklären Sie sich einverstanden, dass Embeds der folgenden Anbieter
jeweils zukünftig automatisch geladen werden können:

Meta Platforms, Weitere Informationen zum Datenschutz finden Sie
hier.
Instagram, Weitere Informationen zum Datenschutz finden Sie hier.
Twitter, Weitere Infomation zum Datenschutz finden Sie
hier.
Vimeo, Weitere Infomation zum Datenschutz finden Sie
hier.
Google Maps der Google Inc., Hier finden Sie nähere Informationen zu
Zweck und Umfang der Datenverarbeitung durch Google und Ihre
diesbezüglichen Einstellungsmöglichkeiten zum Schutz Ihrer
Privatsphäre.
Bandcamp, Weitere Infomation zum Datenschutz finden Sie
hier.
SoundCloud, Weitere Infomation zum Datenschutz finden Sie hier.
CartoDB, Weitere Infomation zum Datenschutz finden Sie
hier.
Thinglink, Weitere Infomation zum Datenschutz finden Sie
hier.
Knightlab(Timeline JS, Juxtapose), Weitere Infomation zum
Datenschutz finden Sie hier.
Giphy, Weitere Infomation zum Datenschutz finden Sie hier.
Spotify, Weitere Infomation zum Datenschutz finden Sie hier.
Reddit, Weitere Infomation zum Datenschutz finden Sie hier.
Youtube, Weitere Infomation zum Datenschutz finden Sie hier.
Datawrapper, Weitere Infomation zum Datenschutz finden Sie hier.
Yumpu, Weitere Infomation zum Datenschutz finden Sie hier.
TikToK, Weitere Information zum Datenschutz finden Sie hier.
glomex, Weitere Information zum Datenschutz finden Sie hier.

Widerspruch

https://de-de.facebook.com/policy.php
https://help.instagram.com/519522125107875
https://twitter.com/privacy?lang=de
https://help.vimeo.com/hc/de/sections/203915088-Datenschutz
http://www.google.com/intl/de/policies/privacy
https://https//bandcamp.com/privacy
https://help.soundcloud.com/hc/de/articles/115003570428-Datenschutz-bei-SoundCloud
https://carto.com/privacy/
https://www.thinglink.com/terms
https://knightlab.northwestern.edu/about/
https://support.giphy.com/hc/en-us/articles/360032872931
https://www.spotify.com/de/privacy
https://www.redditinc.com/policies/privacy-policy
https://policies.google.com/privacy
https://www.datawrapper.de/privacy
https://www.yumpu.com/de/info/privacy_policy
https://www.tiktok.com/legal/privacy-policy?lang=de
https://www.glomex.com/de/datenschutzbestimmungen/datenschutzbestimmungen-fuer-den-glomex-player/


Ihre erteilte Freigabe, Einwilligung (Aktivierung der Embeds durch OK
Button) wird im Local Storage Ihres verwendeten Browsers gespeichert. Sie
können Ihre erteilte Einwilligung jederzeit widerrufen, indem Sie den
Zwischenspeicher (Cache) Ihres Browsers leeren oder über die Datenschutz-
Einstellungen - am Fuß der besuchten Website steuern.

Rechtsgrundlage der Datenverarbeitung ist die Einwilligung gemäß Art. 6
Abs. 1 S.1 lit. a) DS-GVO, wenn die Embeds technisch so gesteuert werden
können.

Die Analyse erfolgt mit Ihrer Einwilligung (Art. 6 Abs. 1 S. 1 lit. a) DSGVO).

Podcasts

Wir nutzen den Podcast-Hosting-Dienst Podigee des Anbieters Podigee
GmbH, Schlesische Straße 20, 10997 Berlin, Deutschland zum Ausspielen
von Podcasts. Die Podcasts werden dabei von Podigee geladen oder über
Podigee übertragen. Podigee verarbeitet in unserem Auftrag IP-Adressen
und Geräteinformationen, um Podcast-Downloads/Wiedergaben zu
ermöglichen und statistische Daten, wie beispielsweise Abrufzahlen zu
ermitteln. Diese Daten werden vor der Speicherung in der Datenbank von
Podigee anonymisiert oder pseudonymisiert, sofern sie für die
Bereitstellung der Podcasts nicht erforderlich sind. Der Podigee-Player und
die verwendeten Social-Media-Verknüpfungen sind reine Links und setzen
keine Cookies und kommunizieren nicht ohne Benutzer-Interaktion mit
externen Diensten.

Das Ausspielen der Podcasts und das damit verbundene Zählen, wie oft der
Podcast ausgespielt wurde, erfolgt auf Grundlage unseres berechtigten
Interesses nach Art. 6 Abs. 1 S. 1 lit. f ) DSGVO an einer sicheren und
effizienten Bereitstellung dieser Services.

Wir haben Podigee vertraglich verpflichtet, Ihre Daten weder zu eigenen
Zwecken zu nutzen noch an andere weiterzugeben, und kontrollieren
regelmäßig die Einhaltung der Datenschutzbestimmungen.

Weitere Informationen finden sich in der Datenschutzerklärung von
Podigee.

Umfragen

https://www.podigee.com/de/about/privacy/
https://www.podigee.com/de/about/privacy/


Wir binden auf unseren Seiten ein Umfragetool der Opinary GmbH,
Engeldamm 62-64, 10179 Berlin ein. Die Verwendung dieses Dienstes
ermöglicht es uns Online-Umfragen oder andere Inhalte zu erstellen und
anzuzeigen.
Durch das Opinary-Plugin werden folgende Informationen des
Webseitenbesuchers abgerufen: Cookie IDs, Zeitstempel, Klickdaten, Vote
Koordinaten und verkürzte IP. Für den Schutz Ihrer personenbezogenen
Daten haben wir mit der Opinary GmbH gemeinsam die Reihenfolge der
Verarbeitung dieser Daten festgelegt (Art. 26 DS-GVO). Im Rahmen unserer
gemeinsamen datenschutzrechtlichen Verantwortlichkeit wurde vereinbart,
welche Partei welche Pflichten nach der DS-GVO erfüllt. Wir verantworten
dabei gemeinsam mit der Opinary GmbH das Erheben und Übermitteln der
Daten des Nutzers an Opinary. Die so erhobenen Daten werden uns
daraufhin von Opinary anonymisiert und in aggregierter Form zur
Verfügung gestellt.
Zur Steuerung zielgruppenbasierter Werbung werden durch Opinary
Informationen über Aktivitäten auf unseren Webseiten (z.B. geklickte
Werbebanner, besuchte Unterseiten) unter einem Pseudonym erfasst und
verwendet, um Ihnen interessengerechte Werbung Dritter auszuliefern.
Hierdurch können Cookies von Werbetreibenden Dritten auf Ihrem Rechner
gespeichert werden.
Eine Datenerhebung findet erst statt, sofern Sie uns Ihre Einwilligung dafür
gegeben haben gemäß Art. 6 Abs. 1 S.1 lit. a EU-DS-GVO. Im Rahmen unserer
Datenschutz-Einstellungen (siehe gleichnamiger Link am Ende der Seite)
haben Sie die Möglichkeit, über das Setzen von Cookies im Bereich unseres
Angebots zu entscheiden. Die dort getroffene Entscheidung kann jederzeit
geändert werden und Ihre Zustimmung nachträglich erteilt oder widerrufen
werden.
Weitere Informationen zur Verarbeitung Ihrer personenbezogenen Daten
finden Sie in der Datenschutzerklärung von Opinary. Wenn Sie mit der
Nutzung Ihrer Daten in der angegebenen Form nicht einverstanden sind,
können Sie hier durch einen Opt-out widersprechen.

Quizze

Wir nutzen das Tool Quiz-Maker von Riddle (Riddle Technologies AG,
Lenaustr. 1, 66125 Saarbrücken, Deutschland), um Quizze zu erstellen. Beim
Erstellen von Quizzen verwenden wir einen Cookie - genannt "SID". Dies ist
nur ein Sitzungs-Cookie, um den aktuellen Fortschritt durch ein Rätsel-Quiz
zu verfolgen. Das Cookie selbst ist erforderlich, da ohne ihn die Quizze nicht

https://compass.pressekompass.net/static/optout.html


funktionieren würden. Im Weiteren werden nur die Anzahl der Ansichten
ohne Bezug auf einen bestimmten Benutzer gezählt und keine eindeutigen
Identifikatoren verwendet.

Sie haben jederzeit die Möglichkeit, das Setzen des Cookies durch eine
Einstellung in Ihrem Browser zu unterbinden. In diesem Fall wird das Quiz
technisch nicht mehr einwandfrei funktionieren. Ihre Daten werden an
unseren Hosting-Dienstleister weitergegeben, der die Daten ausschließlich
im Rahmen unserer Weisung verarbeitet und zur Einhaltung der geltenden
Datenschutzbestimmungen verpflichtet worden ist.

Mit Riddle haben wir eine Vereinbarung zur datenschutzkonformen
Auftragsverarbeitung abgeschlossen.
Informationen zu den Maßnahmen, die Riddle zum Datenschutz umsetzt,
finden Sie hier.

Die Rechtsgrundlage für diese Datenverarbeitung ist unser berechtigtes
Interesse gemäß Art. 6 Abs. 1 lit. f ) DSGVO.

Vermarktung von Online-Werbeflächen

Google Werbeanzeigen

Wenn Sie Ihre Einwilligung erteilen, erlauben wir dem Werbenetzwerk von
Google (Google Ireland Limited, Gordon House, Barrow Street, Dublin 4,
Irland) und deren verschiedenen Drittanbietern Ihnen einfache und
personalisierte Werbeanzeigen anzuzeigen. Google ist gemäß Art. 4 Nr. 7
DSGVO für die Verarbeitung personenbezogener Daten verantwortlich ist.
Rechtsgrundlage für die Datenverarbeitung ist Ihre Einwilligung Art. 6 Abs.
1 S. 1 lit. a) DS-GVO. Eine Auflistung der Drittanbieter finden Sie auch unter:
https://support.google.com/admanager/answer/9012903.
Sie haben jederzeit die Möglichkeit, eine von Ihnen erteilte Einwilligung in
den Datenschutz-Einstellungen am Fuß der Webseite für die Zukunft zu
widerrufen.

https://www.riddle.com/blog/why-should-i-use-riddle/gdpr-compliant/riddle-quizmaker-is-fully-gdpr-compliant/
https://support.google.com/admanager/answer/9012903


Website-Vermarktung

Unsere Werbevermarkter unterstützen uns dabei, Werbeanzeigen an Ihren
Interessen auszurichten und unsere Leistungen zu refinanzieren. Dies
erfolgt nur, wenn Sie Ihre Einwilligung erteilt haben, da für eine
Personalisierung von Werbung auch Ihre Nutzungsdaten ausgewertet
werden, um Werbeanzeigen auf Ihre Interessen auszurichten.
Rechtsgrundlage für diese Datenverarbeitung ist Ihre Einwilligung gemäß
Art. 6 Abs. 1 S. 1 lit. a) DSGVO.
Sie haben jederzeit die Möglichkeit, eine von Ihnen erteilte Einwilligung in
den Datenschutz-Einstellungen - im Fuß der Website - für die Zukunft zu
widerrufen.

Nachfolgend finden Sie eine Übersicht unserer Vermarkter:

Seeding-Alliance GmbH, c/o Ströer, Gustav-Heinemann-Ufer 74b, 50968
Köln
RP Digital GmbH, Zülpicher Straße 10, 40549 Düsseldorf
Taboola Inc., Oneustonsq, 40 Melton Street, 13th Floor, London, NW1
2FD

Inhaltsanalyse

Redaktionen und Publisher möchten verstehen, wie intensiv ihre Inhalte
genutzt werden – also wie gut sie bei Nutzern ankommen, um die Website
optimal steuern zu können. Um dies zu ermöglichen, erheben und
analysieren wir Daten über diese Inhaltenutzung und bereiten diese in
informativen Dashboards für die redaktionelle und verlegerische Steuerung
des Angebotes auf.

Inhaltsanalyse mit Upscore



Zur Inhaltsanalyse nutzen wir die Content-Intelligence Plattform Upscore
des Anbieters Upscore GmbH, Schellingstraße 43, 22089 Hamburg.

Hierbei werden keine personenbezogenen Daten an Upscore übermittelt.
Um die zur Analyse der Nutzung unserer Inhalte notwendigen Daten an die
Systeme von Upscore übertragen zu können, ist eine Verwendung Ihrer IP-
Adresse durch uns als Websitebetreiber technisch notwendig. Ihre IP-
Adresse wird allerdings durch Upscore nicht gespeichert oder über die
Übertragung hinaus verarbeitet.
Diese Datenverarbeitung erfolgt zur Wahrung unserer berechtigten
Interessen an der Optimierung und dem wirtschaftlichen Betrieb unserer
Website und beruht auf der Rechtsgrundlage des Art.6 Abs.1 S.1 lit f ) DS-
GVO.

Analyse- und Trackingtools

Wir verwenden Cookies und Tracking-Tools, um Ihnen beim Besuch unserer
Websites und dem Nutzen unserer Apps und digitaler Angebote ein
optimales Erlebnis bieten zu können. Eine Übersicht der eingesetzten
Technologien und Widerrufs- bzw. Widerspruchsmöglichkeiten erhalten Sie,
wenn Sie am Fuß der besuchten Website auf Datenschutz-Einstellungen
klicken.

Wir nutzen Analyse- und Trackingtools zur

Gewährleistung der Funktionalität

zur IT-Sicherheit und Betrugsprävention

Nutzungsanalyse, um dadurch die Produkte optimieren zu können

zu Testzwecken (u.a. Vertragsdurchführung bei kostenlosen und
bezahlpflichtigen Angeboten)

Marktforschung, um dadurch Erkenntnisse über Zielgruppen zu
gewinnen



zur Werbung für eigene Produkte

zur Werbung auf unseren digitalen Services durch Dritte

Cookie-Arten und Funktionen

Cookies sind Textdateien, die Daten besuchter Webseiten oder Domains
enthalten und von einem Browser auf Geräten der Nutzer gespeichert
werden. Ein Cookie dient in erster Linie dazu, die Informationen über einen
Benutzer während oder nach seinem Besuch innerhalb eines
Onlineangebotes zu speichern. Zu den gespeicherten Angaben können z.B.
die Spracheinstellungen auf einer Webseite, der Loginstatus, ein Warenkorb
oder Videointeraktionen gehören. Zu dem Begriff der Cookies zählen ferner
andere Technologien, die die gleichen Funktionen wie Cookies erfüllen (z.B.
wenn Angaben der Nutzer anhand pseudonymer Onlinekennzeichnungen
gespeichert werden, auch als „Nutzer-IDs“ bezeichnet).

Es gibt folgende Cookie-Typen und Funktionen:

Temporäre Cookies (auch: Session- oder Sitzungs-Cookies):
Temporäre Cookies werden spätestens gelöscht, nachdem ein Nutzer
ein Online-Angebot verlassen und seinen Browser geschlossen hat.
Permanente Cookies: Permanente Cookies bleiben auch nach dem
Schließen des Browsers gespeichert. So können beispielsweise der
Login-Status gespeichert oder bevorzugte Inhalte direkt angezeigt
werden, wenn der Nutzer eine Website erneut besucht. Ebenso können
die Interessen von Nutzern, die zur Reichweitenmessung oder zu
Marketingzwecken verwendet werden, in einem solchen Cookie
gespeichert werden.
First-Party-Cookies: First-Party-Cookies werden von uns selbst gesetzt
und genutzt, um Benutzerinformationen zu verarbeiten.
Third-Party-Cookies (auch: Drittanbieter-Cookies): Drittanbieter-
Cookies werden hauptsächlich von Werbetreibenden (sog. Dritten)
oder anderen Partnern verwendet, um Benutzerinformationen zu
verarbeiten.
Unbedingt erfoderliche (auch: essentielle oder notwendige) Cookies:
Diese Cookies gewährleisten Funktionen, ohne die diese digitalen
Angebote nicht wie gewünscht genutzt werden könnten. Sie können
für den Betrieb einer Webseite unbedingt erforderlich sein, um
beispielsweise Logins oder andere Nutzereingaben zu speichern, oder
aus Gründen der Sicherheit.



Analyse- und Statistik-Cookies: Diese Cookies ermöglichen uns, die
Nutzung unserer digitalen Angebote zu analysieren, insbesondere um
Reichweiten - also Klicks, Besuchs- und Besucherzahlen - messen zu
können. Ziel ist es, die Anzahl der Besuche und Besucher und deren
Surfverhalten (Dauer, Herkunft) statistisch zu bestimmen und somit
marktweit vergleichbare Werte zu erhalten. Die gesammelten
Informationen werden aggregiert ausgewertet, um daraus
Verbesserungen und Optimierungen unserer Produkte ableiten zu
können.
Marketing- und Personalisierungs-Cookies: Ferner werden Cookies
eingesetzt, um die Interessen eines Nutzers oder sein Verhalten (z.B.
Betrachten bestimmter Inhalte, Nutzen von Funktionen etc.) in einem
Nutzerprofil zu speichern. Solche Profile dienen dazu, den Nutzern z.B.
Inhalte anzuzeigen, die ihren potentiellen Interessen entsprechen.
Dieses Verfahren wird auch als „Tracking“, d.h., Nachverfolgung der
potentiellen Interessen der Nutzer bezeichnet. Soweit wir Cookies oder
„Tracking“-Technologien einsetzen, informieren wir darüber gesondert
in unserer Datenschutzerklärung oder im Rahmen der Einholung einer
Einwilligung.

Cookie-Browsereinstellungen

Über die folgenden Links können Sie sich über diese Möglichkeit für die am
meisten verwendeten Browser informieren:

• Internet Explorer
• Firefox
• Google Chrome
• Safari
• Opera
• Brave

Cookies und ihre Rechtsgrundlage

Wenn für Verarbeitungen Cookies, Geräte-Kennungen oder andere
personenbezogene Daten auf Ihrem Endgerät gespeichert oder abgerufen
werden, geschieht dies gemäß der in Art. 6 der europäischen Datenschutz-
Grundverordnung (DSGVO) genannten Rechtsgrundlagen.

https://support.microsoft.com/de-de/topic/l%C3%B6schen-und-verwalten-von-cookies-168dab11-0753-043d-7c16-ede5947fc64d
https://support.mozilla.org/de/kb/cookies-informationen-websites-auf-ihrem-computer
https://support.google.com/chrome/answer/95647?hl=de
https://support.apple.com/de-de/guide/safari/sfri11471/mac
https://help.opera.com/de/latest/web-preferences/
https://brave.com/de/features/


Um den von Ihnen ausdrücklich gewünschten Telemediendienst zur
Verfügung stellen zu können, berücksichtigen wir zudem die Regelungen in
§ 25 TDDDG und insbesondere zur unbedingten Erforderlichkeit nach § 25
Abs. 2 Nr. 2 TDDDG.

Um die Funktionalität unserer digitalen Angebote zu gewährleisten,
verarbeiten wir Ihre Daten auf Grundlage unseres berechtigten Interesses
(Art. 6 Abs. 1 S.1 lit. f ) DSGVO), indem wir

Speichern von oder Zugriff auf Informationen auf einem Endgerät
Gewährleistung der Sicherheit, Verhinderung und Aufdeckung von
Betrug und Fehlerbehebung
Bereitstellung und Anzeige von Werbung und Inhalten
automatisch gesendete Geräteeigenschaften für die Identifikation
empfangen und verwenden

Zur Produktoptimierung verarbeiten wir Ihre Daten auf Grundlage unseres
berechtigten Interesses (Art. 6 Abs. 1 S.1 lit. f ) DSGVO), indem wir

Messung der Performance von Inhalten
Analyse von Zielgruppen durch Statistiken oder Kombinationen von
Daten aus verschiedenen Quellen
Entwicklung und Verbesserung der Angebote

Zur Personalisierung verarbeiten wir Ihre Daten mit Ihrer Einwilligung
(Art. 6 Abs. 1 S.1 lit. a) DSGVO), indem wir

Erstellung von Profilen für personalisierte Werbung
Verwendung von Profilen zur Auswahl personalisierter Werbung
Erstellung von Profilen zur Personalisierung von Inhalten
Verwendung von Profilen zur Auswahl personalisierter Inhalte
personalisierte Inhalte auswählen und mit Offline-Datenquellen
zusammenführen
verschiedene Geräte verknüpfen

Um uns mit Werbung finanzieren zu können, verarbeiten wir Ihre Daten mit
Ihrer Einwilligung (Art. 6 Abs. 1 S.1 lit. a) DSGVO), indem wir

einfache Anzeigen auswählen
personalisierte Anzeigen auswählen
Messung der Werbeleistung
Verwendung reduzierter Daten zur Auswahl von Inhalten



Abgleichung und Kombination von Daten aus unterschiedlichen
Datenquellen
Verknüpfung verschiedener Endgeräte
Identifikation von Endgeräten anhand automatisch übermittelter
Informationen

Details zu den Datenverarbeitungen für die genannten Zwecke erfahren Sie
hier.

Zwecke der Cookies

Zur Werbung nutzen wir Analyse- und Trackingtools, um

einfache Anzeigen auszuwählen
Anzeigen-Leistung zu messen
ein personalisiertes Anzeigen-Profil zu erstellen
personalisierte Anzeigen auszuwählen
ein personalisiertes Inhalts-Profil zu erstellen
personalisierte Inhalte auszuwählen.

Verwendung reduzierter Daten zur Auswahl von
Werbeanzeigen

Damit wir in Ihrem und unserem Interesse unser Angebot refinanzieren
können, werden einfache Anzeigen ausgewählt und angezeigt. Dabei wird
auch die Häufigkeit der Anzeigen-Einblendungen oder die Reihenfolge der
Anzeigen-Einblendungen gesteuert. Dazu werden Echtzeit-Informationen
über den Kontext, in dem die Anzeige dargestellt wird, verwendet,
einschließlich Informationen über das inhaltliche Umfeld sowie das
verwendete Gerät, wie z. B. Gerätetyp und -funktionen, Browser-Kennung,
URL, IP-Adresse oder die ungefähren Standortdaten eines Nutzers
verwenden.
Da dieser Zweck in unserem Interesse oder im Interesse eines Drittanbieters
sein kann, ist für bestimmte Datenverarbeitungen als Art. 6 Abs. 1 S. 1 lit. f )
DS-GVO vorgesehen. Sie haben jederzeit die Möglichkeit, der Auswahl
personalisierter Inhalte in den Datenschutz-Einstellungen zu
widersprechen.
In den Datenschutz-Einstellungen können Sie -neben Ihrer Aus- und Abwahl
von Datenverarbeitungen- unter „Berechtigtes Interesse“ auch im Einzelnen
nachvollziehen, welche konkrete Verarbeitung und welcher Drittanbieter

https://iabeurope.eu/iab-europe-transparency-consent-framework-policies/


sich auf ein berechtigtes Interesse stützt.
Sofern diese Verarbeitung nicht auf ein berechtigtes Interesse gestützt
werden kann und durch uns oder einem Drittanbieter durchgeführt wird,
der gemäß Art. 4 Nr. 7 DSGVO für die über den Dienst stattfindende
Datenverarbeitung verantwortlich ist, erfolgt die Datenverarbeitung auf
Basis Ihrer Einwilligung gemäß Art. 6 Abs. 1 S. 1 lit. a) DS-GVO.
Sie haben jederzeit die Möglichkeit, eine von Ihnen erteilte Einwilligung in
den Datenschutz-Einstellungen, auf die Sie am Fuß der Webseite zugreifen
können, für die Zukunft zu widerrufen.
Die Partner und Drittanbieter sind grundsätzlich für die Verarbeitung Ihrer
personenbezogenen Daten gemäß Art. 4 Nr. 7 DS-GVO verantwortlich.

Verwendung reduzierter Daten zur Auswahl von Werbeanzeigen (Purpose
2)
Werbeanzeigen, die Ihnen auf diesem Dienst präsentiert werden, können
auf reduzierten Daten basieren, wie z. B. der Webseite oder App, die Sie
gerade verwenden, Ihrem ungefähren Standort, Ihrem Gerätetyp oder den
Inhalten, mit denen Sie interagieren (oder interagiert haben) (z. B., um die
Anzeigefrequenz der Werbung zu begrenzen, die Ihnen ausgespielt werden).

Beispiele

Ein Autohersteller möchte seine Elektrofahrzeuge bei
umweltbewussten Nutzern bewerben, die nach Geschäftsschluss in der
Stadt leben. Die Werbung wird auf einer Seite mit verwandten Inhalten
(z. B. einem Artikel über Klimaschutzmaßnahmen) nach 18:30 Uhr
Nutzern präsentiert, deren ungenauer Standort vermuten lässt, dass
sie sich in einem städtischen Gebiet befinden.
Ein großer Hersteller von Aquarellfarben möchte eine Online-
Werbekampagne für sein neuestes Aquarellsortiment durchführen.
Dabei soll die Zielgruppe diversifiziert werden, um möglichst viele
Amateur- und Profikünstler zu erreichen, und es soll vermieden
werden, die Anzeige neben unpassenden Inhalten (z. B. Artikeln über
das Streichen eines Hauses) zu zeigen. Die Anzahl der Anzeigen, die
Ihnen präsentiert werden, wird ermittelt und begrenzt, um zu
vermeiden, dass sie zu oft angezeigt werden.

Erstellung von Profilen für personalisierte Werbung

Über Sie und Ihre Interessen kann ein Profil erstellt werden, um Ihnen für
Sie relevante personalisierte Anzeigen einzublenden.



Zur Personalisierung von Anzeigen können Anbieter:

Informationen über einen Benutzer sammeln, einschließlich der
Aktivitäten, Interessen, Besuche von Websites oder Anwendungen,
demografische Informationen oder den Standort eines Benutzers, um
ein Benutzerprofil zur Verwendung in personalisierter Werbung zu
erstellen oder zu bearbeiten.
Diese Informationen mit anderen zuvor gesammelten Informationen,
auch aus anderen Websites und Anwendungen, kombinieren, um ein
Benutzerprofil für die Verwendung in personalisierter Werbung zu
erstellen oder zu bearbeiten.

Mit Ihrer Einwilligung setzen wir auch Dienste ein, damit Anzeigen für Sie
personalisiert werden können und sich dementsprechend an Ihren
Interessen und Ihrem Nutzungsverhalten ausrichten. Zu diesem Zweck wird
ein Profil Ihrer Nutzung mit Informationen zu Ihren Aktivitäten, Interessen,
den Besuchen auf Webseiten oder der Verwendung von Anwendungen,
demographischen Informationen oder des Standorts erstellt.
Rechtsgrundlage für die Datenverarbeitung ist Art. 6 Abs. 1 S. 1 lit. a) DS-
GVO.
Sie haben jederzeit die Möglichkeit, eine von Ihnen erteilte Einwilligung in
den Datenschutz-Einstellungen, auf die Sie am Fuß der Webseite zugreifen
können, mit Wirkung für die Zukunft zu widerrufen.
Die Partner und Drittanbieter sind grundsätzlich für die Verarbeitung Ihrer
personenbezogenen Daten gemäß Art. 4 Nr. 7 DS-GVO verantwortlich.

Messung der Werbeleistung

Auf unserer Webseite wird die Anzeigen-Leistung gemessen, sodass u. a.
festgestellt werden kann, ob und wie Anzeigen eingeblendet wurden und
wie mit Anzeigen interagiert wurde. Über Messung der Anzeigen-Leistung
kann auch sichergestellt werden, dass eine Anzeige nicht in einem
ungeeigneten redaktionellen Umfeld eingeblendet wird oder inwieweit die
die Anzeige hätte wahrgenommen werden können, einschließlich der Dauer
(Werbewahrnehmungschance).
Es werden zudem Berichte über Anzeigen erstellt, die die Wirksamkeit einer
Anzeige und Leistung umfassen. Diese Berichte können sich daher auch auf
die Interaktion von Nutzern mit Anzeigen beziehen.
Da dieser Zweck in unserem Interesse oder im Interesse eines Drittanbieters
sein kann, ist für bestimmte Datenverarbeitungen als Art. 6 Abs. 1 S. 1 lit. f )
DS-GVO vorgesehen. Sie haben jederzeit die Möglichkeit, der Auswahl



personalisierter Inhalte in den Datenschutz-Einstellungen zu
widersprechen.
In den Datenschutz-Einstellungen, auf die Sie am Fuß der Webseite
zugreifen können, können Sie -neben Ihrer Aus- und Abwahl von
Datenverarbeitungen- unter „Berechtigtes Interesse“ auch im Einzelnen
nachvollziehen, welche konkrete Verarbeitung und welcher Drittanbieter
sich auf ein berechtigtes Interesse stützt.
Sofern diese Verarbeitung nicht auf ein berechtigtes Interesse gestützt
werden kann und durch uns oder einem Drittanbieter durchgeführt wird,
der gemäß Art. 4 Nr. 7 DSGVO für die über den Dienst stattfindende
Datenverarbeitung verantwortlich sind , erfolgt die Datenverarbeitung auf
Basis Ihrer Einwilligung gemäß Art. 6 Abs. 1 S. 1 lit. a) DS-GVO. Sie haben
jederzeit die Möglichkeit, eine von Ihnen erteilte Einwilligung in den
Datenschutz-Einstellungen für die Zukunft zu widerrufen.
Die Partner und Drittanbieter sind grundsätzlich für die Verarbeitung Ihrer
personenbezogenen Daten gemäß Art. 4 Nr. 7 DS-GVO verantwortlich.

Erstellung von Profilen zur Personalisierung von Inhalten

Über Sie und Ihre Interessen kann ein Profil erstellt werden, um Ihnen für
Sie relevante personalisierte Inhalte einzublenden.

Damit wir die Auswahl von Inhalten in unserem Angebot auf Ihr
Nutzungsverhalten und demzufolge an Ihren mutmaßlichen Interessen
auszurichten, kann ein Profil Ihrer Nutzung mit Informationen zu Ihren
Aktivitäten, Interessen und Besuchen auf Webseiten oder der Verwendung
von Anwendungen oder demographischen Informationen oder Ihres
ungefähren Standorts erstellt werden.
Rechtsgrundlage für diese Datenverarbeitung ist Ihre Einwilligung gemäß
Art. 6 Abs. 1 S. 1 lit. a) DS-GVO.
Sie haben jederzeit die Möglichkeit, eine von Ihnen erteilte Einwilligung in
den Datenschutz-Einstellungen, auf die Sie am Fuß der Webseite zugreifen
können, für die Zukunft zu widerrufen.
Die Partner und Drittanbieter sind grundsätzlich für die Verarbeitung Ihrer
personenbezogenen Daten gemäß Art. 4 Nr. 7 DS-GVO verantwortlich.

Messung der Performance von Inhalten

Auf unserer Webseite wird die Inhalte-Leistung gemessen und Berichte
erstellt, sodass u. a. festgestellt werden kann, wie Inhalte an Sie ausgeliefert



wurden und wie Sie mit diesen Inhalten interagiert haben.
Da dieser Zweck in unserem Interesse oder im Interesse eines Drittanbieters
sein kann, ist für bestimmte Datenverarbeitungen als Art. 6 Abs. 1 S. 1 lit. f )
DS-GVO vorgesehen. Sie haben jederzeit die Möglichkeit, der Auswahl
personalisierter Inhalte in den Datenschutz-Einstellungen zu
widersprechen.
In den Datenschutz-Einstellungen können Sie -neben Ihrer Aus- und
Abwahl von Datenverarbeitungen- unter „Berechtigtes Interesse“ auch im
Einzelnen nachvollziehen, welche konkrete Verarbeitung und welcher
Drittanbieter sich auf ein berechtigtes Interesse stützt.
Sofern diese Verarbeitung nicht auf ein berechtigtes Interesse gestützt
werden kann und durch uns oder einem Drittanbieter durchgeführt wird,
der gemäß Art. 4 Nr. 7 DSGVO für die über den Dienst stattfindende
Datenverarbeitung verantwortlich sind , erfolgt die Datenverarbeitung auf
Basis Ihrer Einwilligung gemäß Art. 6 Abs. 1 S. 1 lit. a) DS-GVO. Sie haben
jederzeit die Möglichkeit, eine von Ihnen erteilte Einwilligung in den
Datenschutz-Einstellungen am Fuß der Webseite für die Zukunft zu
widerrufen.
Die Partner und Drittanbieter sind grundsätzlich für die Verarbeitung Ihrer
personenbezogenen Daten gemäß Art. 4 Nr. 7 DS-GVO verantwortlich.

Eingesetzte Dienste und Cookies

Auf bestimmte Cookies und ähnliche Tracking-Dienste können wir nicht
verzichten, da sie für unser Geschäftsmodell unabdingbar sind. Neben
Daten, die wir zur Bereitstellung und Gewährleistung der Funktionalität
und Sicherheit benötigen, gehören dazu auch verlässliche
Reichweitenmessungen, um die Nutzung digitaler Werbeträger nach
einheitlichen Kriterien zu messen oder abrechnen zu können, unser
ConsentManagement sowie Analysen, auf denen unser Paid-Content-
Angebot basiert, da wir nicht alle Inhalte kostenfrei zur Verfügung stellen
können.

Google Analytics

Wir verwenden Google Analytics (Google Ireland Limited, Gordon House,
Barrow Street, Dublin 4, Irland) zur Messung und Analyse der Nutzung
unseres Onlineangebotes auf der Grundlage einer pseudonymen



Nutzeridentifikationsnummer. Diese Identifikationsnummer enthält keine
eindeutigen Daten, wie Namen oder E-Mail-Adressen. Sie dient dazu,
Analyseinformationen einem Endgerät zuzuordnen, um zu erkennen,
welche Inhalte die Nutzer innerhalb eines oder verschiedener
Nutzungsvorgänge aufgerufen haben, welche Suchbegriffe sie verwendet
haben, diese erneut aufgerufen haben oder mit unserem Onlineangebot
interagiert haben. Ebenso werden der Zeitpunkt der Nutzung und deren
Dauer gespeichert, sowie die Quellen der Nutzer, die auf unser
Onlineangebot verweisen und technische Aspekte ihrer Endgeräte und
Browser. Dabei werden pseudonyme Profile von Nutzern mit Informationen
aus der Nutzung verschiedener Geräte erstellt, wobei Cookies eingesetzt
werden können. Google Analytics protokolliert und speichert keine
individuellen IP-Adressen für EU-Nutzer. Analytics stellt jedoch grobe
geografische Standortdaten bereit, indem es die folgenden Metadaten von
IP-Adressen ableitet: Stadt (und der abgeleitete Breiten- und Längengrad der
Stadt), Kontinent, Land, Region, Subkontinent (und ID-basierte
Gegenstücke). Beim EU-Datenverkehr werden die IP-Adressdaten
ausschließlich für diese Ableitung von Geolokalisierungsdaten verwendet,
bevor sie sofort gelöscht werden. Sie werden nicht protokolliert, sind nicht
zugänglich und werden nicht für weitere Verwendungszwecke genutzt.
Wenn Google Analytics Messdaten sammelt, werden alle IP-Abfragen auf
EU-basierten Servern durchgeführt, bevor der Verkehr zur Verarbeitung an
Analytics-Server weitergeleitet wird.

Die Speicherdauer der Daten beträgt 14 Monate (betrifft Daten auf Nutzer-
und Ereignisebene). Aggregierte Daten sind anonymisiert und werden nicht
gelöscht.

Google ist unser Auftragsverarbeiter, mit dem wir die dazu erforderlichen
Vereinbarungen geschlossen haben. Wir haben zudem Maßnahmen
ergriffen, um geeignete und angemessene Garantien zum Schutz der
personenbezogenen Daten beim Drittlanddatentransfer sicherzustellen,
indem wir EU-Standardvertragsklauseln abgeschlossen haben und bei
Bedarf zusätzliche Maßnahmen zum Schutz der Betroffenenrechte beachten.

Haben Sie gegenüber Google zugestimmt und Ihre Geräte mit Ihrem Google-
Konto verknüpft, so ist es möglich, dass Google Ihr Nutzungsverhalten über
mehrere Geräte hinweg verfolgen kann („Google Signals“). Google nutzt für
diese Statistiken die Log-ins im Google-Netzwerk und führt damit ein Cross
Device Tracking durch. Cross Device Tracking soll ermöglichen, dass
verschiedene Besuche einer Website einem Besucher zugeordnet werden



können, auch wenn dieser den Inhalt über verschiedene Geräte abruft.
Google stellt mit Signals Berichte über die geräteübergreifenden
Nutzeranzahlen, sowie zu verschiedenen Gruppen von Nutzern zur
Verfügung, welche auf verwendeten unterschiedlichen
Gerätekombinationen basieren. Dazu nutzt Google die Daten der Nutzer, die
in ihren Google-Konto-Einstellungen die Option „personalisierte Werbung“
aktiviert haben. Somit kann Ihnen auch interessenbezogene Werbung
angezeigt werden, wenn Sie das Endgerät wechseln.

Nähere Informationen zu Nutzungsbedingungen und Datenschutz finden Sie
unter

Nutzerbedingungen,
Übersicht zum Datenschutz,
Datenschutzerklärung.

Sie können die Speicherung der Cookies durch eine entsprechende
Einstellung Ihrer Browser-Software verhindern; wir weisen Sie jedoch
darauf hin, dass Sie in diesem Fall gegebenenfalls nicht sämtliche
Funktionen dieser Website vollumfänglich werden nutzen können. Sie
können darüber hinaus die Erfassung der durch das Cookie erzeugten und
auf Ihre Nutzung der Website bezogenen Daten (inkl. Ihrer IP-Adresse) an
Google sowie die Verarbeitung dieser Daten durch Google verhindern,
indem sie das unter dem folgenden Link verfügbare Browser-Plugin
herunterladen und installieren: http://tools.google.com/dlpage/gaoptout?
hl=de.

Rechtsgrundlage für die Datenverarbeitung ist Ihre Einwilligung gemäß Art.
6 Abs. 1 lit. a) DSGVO.

Reichweitenmessung von INFOnline

Um die Nutzung unseres Angebots nachvollziehen und belegen zu können,
ist zur Vermarktung dieser Webseite eine Nutzungsmessung zur Erstellung
von Statistiken erforderlich, welche eine Vergleichbarkeit zu anderen
Marktteilnehmern gewährleistet. Unser berechtigtes Interesse gemäß Art. 6
Abs. 1 f DSGVO ergibt sich aus der wirtschaftlichen Verwertbarkeit der sich
aus den Statistiken ergebenden Erkenntnisse und dem Marktwert unserer
Webseite. Dieser lässt sich anhand der Statistiken ermitteln - auch in
direktem Vergleich mit Webseiten Dritter. Deshalb ist diese Verarbeitung
notwendig und kein Widerspruch möglich.

https://www.google.com/analytics/terms/de.html
https://www.google.com/intl/de/analytics/learn/privacy.html
https://www.google.de/intl/de/policies/privacy
http://tools.google.com/dlpage/gaoptout?hl=de
http://tools.google.com/dlpage/gaoptout?hl=de


Diese Reichweitenverarbeitung verwendet zur Wiedererkennung von
Computersystemen alternativ entweder ein Third-Party-Cookie, ein First-
Party-Cookie, ein „Local Storage Object“ oder eine Signatur, die aus
verschiedenen automatisch übertragenen Informationen Ihres Browsers
erstellt wird. Diese Kennung ist für einen Browser eindeutig, solange das
Cookie oder Local Storage Object nicht gelöscht wird. Die Gültigkeit des
Cookies ist auf maximal ein Jahr beschränkt. Eine Messung der Daten und
anschließende Zuordnung zu dem jeweiligen Client-Identifier ist daher auch
dann möglich, wenn Sie andere Webseiten aufrufen, die ebenfalls das
Messverfahren („SZMnG“) der INFOnline GmbH nutzen. Die Nutzungsdaten
in Verbindung mit dem Identifier werden maximal 6 Monate gespeichert.
Durch die INFOnline GmbH wird Ihre gekürzte IP-Adresse sowie ein zufällig
erzeugter Client-Identifier verarbeitet, der entweder als Third-Party-Cookie,
als First-Party-Cookie (ioam.de), als „Local Storage Object“ oder als Signatur
erstellt wird. Die Gültigkeit des Cookies ist auf maximal 1 Jahr beschränkt.

Die zumindest kurzzeitige Speicherung der IP-Adresse ist aufgrund der
Funktionsweise des Internets technisch erforderlich. Die IP-Adressen
werden vor jeglicher Verarbeitung um 1 Byte gekürzt und nur anonymisiert
weiterverarbeitet. Die vollständige IP-Adresse wird nicht gespeichert. Die
gekürzte IP-Adresse wird maximal 60 Tage gespeichert.

Für alle Digital-Angebote, die Mitglied der Informationsgemeinschaft zur
Feststellung der Verbreitung von Werbeträgern e.V. (IVW –
http://www.ivw.eu) sind oder an den Studien der Arbeitsgemeinschaft
Online-Forschung e.V. (AGOF – http://www.agof.de) teilnehmen, werden die
Nutzungsstatistiken regelmäßig von der AGOF und der Arbeitsgemeinschaft
Media-Analyse e.V. (agma – http://www.agma-mmc.de) zu Reichweiten
weiter verarbeitet und mit dem Leistungswert „Unique User“ veröffentlicht
sowie von der IVW mit den Leistungswerten „Page Impression“ und „Visits“.
Diese Reichweiten und Statistiken können auf den jeweiligen Webseiten
eingesehen werden.

Keycloak

Um unser Paid-Content-Modell anbieten zu können, analysieren wir auf
pseudonymer Basis, wie unsere digitalen Angebote genutzt werden und wie
oft einzelne Nutzer unsere Internetseiten besuchen. Das Paid Content
Modell zeichnet sich dadurch aus, dass der Zugriff auf ausgewählte Inhalte,
die exklusiven „Plus“-Artikel nur „Plus“-Abonnenten gewährt wird. Diese
Artikel sind mit einem „Plus“ Symbol am Artikel gekennzeichnet. Hierzu

http://www.ivw.eu/
http://www.agof.de/
http://www.agma-mmc.de/


setzen wir Software Keycloak ein. Gespeichert werden diese Informationen
in Cookies in Ihrem Browser. Die Daten werden ausschließlich auf unseren
Servern in der EU oder dem Europäischen Wirtschaftsraum gespeichert und
analysiert, auf die nur wir zugreifen können. Wenn Sie sich bei uns
angemeldet haben, werden diese Messdaten mit den personenbezogenen
Daten in Ihrem Benutzerkonto in Verbindung gebracht.

Rechtsgrundlage für die vorgenannten Datenverarbeitungsvorgänge ist
unser berechtigtes Interesse gemäß Art. 6 Abs. 1 S. 1 lit. f DS-GVO. Bitte
beachten Sie auch die zugehörigen Hinweise unserer Allgemeinen
Geschäftsbedingungen.

Die über Keycloak erstellten funktionalen Cookies sind:

KC_RESTART
AUTH_SESSION_ID
KEYCLOAK_SESSION
KEYCLOAK_IDENTITY
KEYCLOAK_SESSION_LEGACY
KEYCLOAK_IDENTITY_LEGACY

Wenn Sie noch kein Benutzerkonto besitzen, können Sie die Speicherung
der Cookies durch eine entsprechende Einstellung Ihrer Browser-Software
verhindern; wir weisen Sie jedoch darauf hin, dass Sie in diesem Fall
gegebenenfalls nicht sämtliche Funktionen dieser Website vollumfänglich
werden nutzen können.

Wenn Sie bereits ein Benutzerkonto besitzen, haben Sie uns Ihre
Einwilligung gem. Art. 6 Abs. 1 lit. a DS-GVO in die vorstehende
Datenverarbeitung erteilt. Sie können diese widerrufen, indem Sie Ihr
Benutzerkonto löschen und damit auf die Nutzung unserer digitaler Dienste
und Angebote verzichten.

Ihre Daten werden an unseren Nutzungsanalyse-Dienstleister
weitergegeben.

Weekli

Wenn Sie in digitalen Publikationen blättern wollen, bieten wir Ihnen diese
Funktionalität, indem wir den Dienst von weekli nutzen, einem Angebot der
yack.rocks GmbH aus München. Für die technische Übermittlung der Daten
an den Browser des Nutzers wird die IP Adresse des Nutzers auf den Servern



von weekli in Deutschland verarbeitet und zur Ermittlung von Störungen
und aus Sicherheitsgründen für 7 Tage gespeichert und danach gelöscht.
Weitere Informationen finden Sie auch in den weekli
Datenschutzbedingungen unter https://www.weekli.de/datenschutz.

Google Tag Manager

Der Dienst Google Tag Manager ist ein Organisationstool und ermöglicht es
uns, Dienste zu steuern. Das Tool nutzt lediglich die IP-Adresse, um die
Verbindung zum Server herzustellen und technisch funktionieren zu
können. Ansonsten werden mit dem Tool selbst keine personenbezogenen
Daten verarbeitet. Der Tag Manager sorgt dafür, dass andere Dienste nur
dann ausgeführt werden, wenn die im Tag Manager festgelegten
Bedingungen (Tags) dafür erfüllt sind. So stellen wir sicher, dass
beispielsweise einwilligungspflichtige Tools erst nach Ihrer Einwilligung
geladen werden. Der Tag Manager greift nicht auf die durch die Tools
verarbeiteten Daten zu.

Rechtsgrundlage für die vorgenannten Datenverarbeitungsvorgänge ist
unser berechtigtes Interesse gemäß Art. 6 Abs. 1 S. 1 lit. f ) DSGVO.

Datawrapper

Wir verwenden Datawrapper (Datawrapper GmbH, Raumerstraße 39, 10437
Berlin), um aus Statistiken interaktive Diagramme zu erstellen. Wir
speichern keine personenbezogenen Daten und führen kein Tracking durch.
Zur Einbettung und Darstellung unbedingt erforderlich sind die
Übertragung der IP-Adresse, die
nur für die Bereitstellung des Dienstes genutzt wird, sowie ein Cookie. Diese
Daten werden nur zur technischen Durchführung der Einbettung benötigt
und nach maximal 24 Stunden von allen Systemen gelöscht.

Rechtsgrundlage für die vorgenannten Datenverarbeitungsvorgänge ist
unser berechtigtes Interesse gemäß Art. 6 Abs. 1 S. 1 lit. f ) DSGVO.

Google Ads Werbung und Remarketing

Um auf unsere Angebote aufmerksam zu machen, schalten wir Anzeigen im
Suchnetzwerk von Google und Werbebanner im Google Displaynetzwerk
(Banner auf Webseiten von Dritten) und nutzen das Remarketing von Google

https://www.weekli.de/datenschutz


Ads bzw. Analytics. Wir können dabei Anzeigen mit Suchbegriffen
kombinieren oder mit individuellen Anzeigen Werbung für Produkte und
Dienstleistungen machen, die Sie sich auf unserer Seite angesehen haben.
Mit Ads-Remarketing-Listen können wir Such- und Displaykampagnen
optimieren, wenn Sie unsere Seite schon einmal besucht haben.

Für diese interessensbezogene Werbung analysiert Google Ihr
Nutzerverhalten mit Cookies, die beim Klick auf Anzeigen oder dem Besuch
unserer Webseiten gesetzt werden. Wir und Google bekommen dann
Informationen darüber, dass Sie auf eine Anzeige geklickt haben und zu uns
weitergeleitet wurden. Anhand dieser Auswertungen können wir erkennen,
welche der eingesetzten Werbemaßnahmen besonders effektiv sind und
können diese hierdurch optimieren.

Die Statistiken, die uns Google bereitstellt, beinhalten die Zahl der Nutzer,
die auf eine unserer Anzeigen geklickt haben, und zeigen, auf welche
unserer Webseiten Sie weitergeleitet wurden. Außerdem können wir Sie
gezielter ansprechen, wenn Sie schon auf unserer Webseite waren. Auch
können wir nachvollziehen, bei welchen Suchbegriffen besonders oft auf
Anzeigen geklickt wurde und welche Anzeigen etwa zum Kauf eines Abos
führen.

Aufgrund der eingesetzten Marketing-Tools baut Ihr Browser automatisch
eine direkte Verbindung mit dem Server von Google auf. Wir haben keinen
Einfluss auf den Umfang und die weitere Verwendung der Daten, die durch
den Einsatz dieses Tools durch Google erhoben werden und informieren Sie
daher entsprechend unserem Kenntnisstand: Durch die Einbindung von Ads
Advertising erhält Google die Information, dass Sie den entsprechenden Teil
unseres Internetauftritts aufgerufen oder eine Anzeige von uns angeklickt
haben. Sofern Sie bei einem Dienst von Google registriert sind, kann Google
den Besuch Ihrem Account zuordnen. Selbst wenn Sie nicht bei Google
registriert sind bzw. sich nicht eingeloggt haben, besteht die Möglichkeit,
dass der Anbieter Ihre IP-Adresse in Erfahrung bringt und speichert.

Mehr Informationen dazu finden Sie auch in den Hinweisen zu Website-
Statistiken und in den Datenschutzbestimmungen von Google.

Sie können diese Technik unterbinden, indem Sie den Einsatz von Cookies
über die Einstellungen Ihres Browsers unterbinden, in den Anzeigen-
Einstellungen von Google einzelne Typen von Anzeigen abwählen,
interessensbezogene Anzeigen auf Google deaktivieren oder Cookies von
Werbeanbietern mit Hilfe der jeweiligen Deaktivierungshilfe der Netzwerk-

https://policies.google.com/technologies/ads?hl=de


Werbeinitiative deaktivieren. Wir und Google bekommen dann nur noch die
statistische Information, wie viele Nutzer wann eine Seite besucht haben.
Dies ist nur durch entsprechende Browser-Erweiterungen zu unterbinden.

Rechtsgrundlage für die vorgenannte Datenverarbeitung ist Art.6 Abs.1 S.1
lit.a) DSGVO.

Einwilligungsmanagement

Um Ihre datenschutzrechtliche Einwilligung einholen und speichern zu
können, verwenden wir die Consent Management Plattform von
Sourcepoint (Sourcepoint Technologies, Inc., 228 Park Avenue South, #87903,
New York, NY 10003-1502, United States). Diese setzt unbedingt erforderliche
Cookies, um den Consent-Status abfragen und damit entsprechende Inhalte
ausspielen zu können.

Die Cookies werden gespeichert und spätestens nach 13 Monaten gelöscht.

Rechtsgrundlage für die vorgenannten Datenverarbeitungsvorgänge ist
unser berechtigtes Interesse gemäß Art. 6 Abs. 1 S. 1 lit. f ) DSGVO.

Datenschutz-Einstellungen

Eine Übersicht aller von uns eingesetzten Tools und Cookies sowie eine
Widerrufsmöglichkeit erhalten Sie, wenn Sie am Fuß der besuchten Website
auf Datenschutz-Einstellungen klicken.

Zusätzliche Datenverarbeitungen in unseren Apps

Für unsere News-App finden Sie wie folgt weitere Informationen. Für
weitere Apps unserer Angebote finden Sie die entsprechende
Datenschutzerklärung direkt in der jeweiligen App.

Berechtigungen in den iOS - Apps

Push-Meldungen: Wenn Push-Eilmeldungen erhalten wollen, auch wenn Sie
nicht in unserer App sind, müssen Sie uns dies erlauben. Wir fragen beim
ersten Start danach. Im iOS-Einstellungsmenü können Sie dies nachträglich



an- oder ausschalten. Twitter oder Meta Platforms: Wenn Sie direkt aus
unserer App Artikel twittern oder empfehlen wollen, fragen wir
gegebenenfalls ebenfalls Ihre Zustimmung ab.
Rechtsgrundlage für die vorgenannten Datenverarbeitungsvorgänge ist Art.
6 Abs. 1 S.1 lit. a DS-GVO.

Nutzungsanalyse unserer App: Für die oben erwähnten Nutzungsanalysen
wollen wir Ihre Identität immer schützen und stellen dafür sicher, dass Ihr
Gerät anonymisiert erfasst wird. Sie können die Nutzungsanalyse jederzeit
im Einstellungsmenü unserer iOS-App deaktivieren.
Berechtigungen im Einstellungsmenü, die unsere App generell nicht nutzt:
E-Mail, Kontakte, Kalender, Erinnerungen, Bluetooth und Fotos.
In den vorgenannten Datenverarbeitungsvorgängen und in den damit
verfolgten Zwecken liegt unser berechtigtes Interesse. Hierfür bildet Art. 6
Abs. 1 S. 1 lit. f DS-GVO die Rechtsgrundlage.

Berechtigungen in den Android - Apps

Push-Meldungen: Wenn Sie Pushmeldungen erhalten wollen, auch wenn Sie
nicht in unserer App sind, müssen Sie der App erlauben, den Ruhezustand
zu deaktivieren und den Vibrationsalarm auszulösen; außerdem vollen
Netzwerkzugriff auf WLAN erlauben und Netzwerkverbindungen anzeigen
lassen. Ab Android 6 braucht die App zusätzlich die Erlaubnis, Internet-
Daten zu erhalten und WLAN-Verbindungen abzurufen. In den App-
Einstellungen im Menü (drei waagerechte Pukte) können Sie diese
Funktionen jederzeit ein- und ausschalten.
Rechtsgrundlage für die vorgenannten Datenverarbeitungsvorgänge ist Art.
6 Abs. 1 S.1 lit. a DS-GVO.
Für die oben erwähnten Nutzungsanalysen wollen wir Ihre Identität immer
schützen und stellen dafür sicher, dass Ihr Gerät anonymisiert erfasst wird.
Sie können die Nutzungsanalyse jederzeit im App-Menü unter Anonyme
Nutzungsmessung ausschalten.

In den vorgenannten Datenverarbeitungsvorgängen und in den damit
verfolgten Zwecken liegt unser berechtigtes Interesse. Hierfür bildet Art. 6
Abs. 1 S. 1 lit. f DS-GVO die Rechtsgrundlage.



Wenn Sie Angebote bestellen

Die KREISZEITUNG Böblinger Bote bieten Ihnen viele Angebote.
Sie können

die Zeitung abonnieren
ein digitales Abonnement bestellen
in/auf unseren Handelsplattformen einkaufen
Anzeigen in unseren Marktplätzen schalten
an Gewinnspielen teilnehmen.

Dazu müssen Sie uns bei Vertragsschluss Ihre Adress-, Kontakt- und
Kommunikationsdaten geben sowie Ihre Bank- und gegebenenfalls
Kreditkartendaten. Diese benötigen wir zur Vertragsanbahnung oder zur
Vertragserfüllung (Art. 6 Abs. 1 lit. b DSGVO).

Nach Beendigung des Vertrages löschen wir Ihre Daten oder sperren sie,
sofern wir nicht gesetzlich verpflichtet sind, diese Daten aufzubewahren.
Die Löschung erfolgt in der Regel spätestens nach zehn Jahren.

Eine automatisierte Entscheidungsfindung einschließlich eines Profilings
findet nicht statt.

Ihre Daten geben wir an unsere Bezahl-, Vertriebs-, Marketing-, Service-
Dienstleister (beispielsweise für Druck, Zustellung und Telefonie) weiter, die
uns sowohl bei der Vertragserfüllung als auch dem Kundenservice
unterstützen. Diese verpflichten wir vertraglich, Ihre Daten weder zu
eigenen Zwecken zu nutzen noch an andere weiterzugeben, und
kontrollieren regelmäßig die Einhaltung der Datenschutzbestimmungen.

Zahlungsabwicklung Unzer

Ihre Bankverbindungs- bzw. Kreditkartendaten werden zur
Zahlungsabwicklung von der Unzer GmbH, Vangerowstraße 18, 69115
Heidelberg, verarbeitet, deren Datenschutzbestimmungen Sie hier finden.
Wir weisen darauf hin, dass die Unzer GmbH Ihre personenbezogenen
Daten an weitere zur Abwicklung der Transaktion notwendige Stellen,

https://www.unzer.com/de/datenschutz/


insbesondere an die beteiligten Kreditinstitute, Banken,
Kreditkarteninstitute, die HPC GmbH, Vangerowstraße 18, 69115
Heidelberg, die PAY.ON AG, Lucile-Grahn-Straße 37, 81675 München und
HUELLEMANN & STRAUSS ONLINESERVICES S.à r.l. 1, Place du Marché, L-
6755 Grevenmacher,R.C.S. Luxembourg B 144133 übermittelt, wo ebenfalls
eine Verarbeitung Ihrer personenbezogenen Daten erfolgt.

Abrechnungsdaten können an Inkassodienstleister übermittelt werden,
soweit dies zum Zwecke des Forderungseinzuges erforderlich ist. In diesem
Zusammenhang behalten wir uns insbesondere vor, unsere Forderung an
ein Inkassounternehmen abzutreten oder ein solches mit der Einziehung
unserer Forderung zu beauftragen. Wir behalten uns ebenfalls vor,
Informationen über ausstehende Zahlungen an Auskunfteien zu
übermitteln. Selbstverständlich wird dies stets unter strenger Beachtung
der gesetzlichen Bestimmungen erfolgen.

Zahlungsabwicklung - Plenigo

Wenn Sie sich für eine Zahlungsart des Paymentdienstleisters Frisbii
entscheiden, erfolgt die Zahlungsabwicklung über Frisbii Germany GmbH
(Mainzer Landstraße 51, 60329 Frankfurt am Main), an den wir Ihre im
Rahmen des Bestellvorgangs mitgeteilten Informationen nebst den
Informationen über Ihre Bestellung (Name, Anschrift, Land/Region, IBAN,
BIC, Kontonummer, Bankleitzahl, Kreditkartennummer, Rechnungsbetrag,
Währung, Steuersatz, Transaktionsnummer, Produktname und -
beschreibung, Geräte-ID, Auftrags-ID, Kunden-ID Rechnungs-ID, E-Mail-
Adresse, IP-Adresse) gemäß Art. 6 Abs. 1 S. 1 lit. b DSGVO weitergeben.

Zahlungsabwicklung Payone

Wenn Sie sich für eine Zahlungsart des Paymentdienstleisters Payone
entscheiden, erfolgt die Zahlungsabwicklung über PAYONE GmbH (Lyoner
Straße 15, 60528 Frankfurt am Main) ), an den wir Ihre im Rahmen des
Bestellvorgangs mitgeteilten Informationen nebst den Informationen über
Ihre Bestellung (Name, Anschrift, Land/Region, IBAN, BIC, Kontonummer,
Bankleitzahl, Kreditkartennummer, Rechnungsbetrag, Währung, Steuersatz,
Transaktionsnummer, Produktname und -beschreibung, Geräte-ID,
Auftrags-ID, Kunden-ID Rechnungs-ID, E-Mail-Adresse, IP-Adresse) gemäß
Art. 6 Abs. 1 S. 1 lit. b DSGVO weitergeben.



Zahlungsabwicklung PayPal

Auf Ihren Wunsch hin können Sie für die Bezahlung die Dienste von PayPal
(PayPal (Europe) S.à r.l. et Cie, S.C.A., 22-24 Boulevard Royal, L-2449
Luxembourg) nutzen. Dazu geben wir Ihre Zahlungsdaten (Gesamtbetrag
der Bestellung, Referenz auf dem PayPal-Account) auf Basis von Art. 6 Abs. 1
S. 1 lit. b) DSGVO an PayPal weiter. Die Verarbeitung der Daten für die
Bezahlung mit PayPal ist im Rahmen der Vertragsdurchführung
erforderlich.

PayPal erfasst Informationen über die Transaktion sowie andere mit der
Transaktion verbundene Informationen, wie z.B. den gesendeten oder
angeforderten Betrag, den für Produkte oder Dienstleistungen gezahlten
Betrag, Informationen über den Händler, einschließlich Informationen über
die zur Durchführung der Transaktion verwendeten Zahlungsmittel,
Geräteinformationen, technische Nutzungsdaten und Standortdaten. Im
Falle einer PayPal-Zahlung sehen wir Ihre Daten ggf. in unserem PayPal-
Konto.

Beim PayPal Express Checkout müssen Sie Bestellinformationen sowie
Kreditkarten- oder Adressdaten nicht erneut eingeben, da diese direkt von
PayPal übergeben werden.

PayPal behält sich vor, unter Umständen eine Identitäts- und
Bonitätsprüfung über Wirtschaftsauskunfteien durchzuführen. Weitere
Informationen zum Datenschutz von PayPal finden Sie hier.

Bonitätsprüfung

Profiling, also die automatisierte Datenverarbeitung mit dem Ziel,
bestimmte persönliche Aspekte zu bewerten, findet nur zur Bonitätsprüfung
im Zuge von Digital-Abo-Bestellungen in Verbindung mit einem Endgerät
statt.

Vor Geschäften mit einem wirtschaftlichen Risiko möchten wir möglichst
gut einschätzen können, ob den eingegangenen Zahlungsverpflichtungen
nachgekommen werden kann. Dies stellt unser berechtigtes Interesse an der
Verarbeitung Ihrer Daten dar, sodass Rechtsgrundlage Art. 6 Abs. 1 S. 1 lit. f )
DSGVO ist.

https://www.paypal.com/de/webapps/mpp/ua/privacy-full?locale.x=de_DE


Durch die Auskunft und mittels sogenannter Wahrscheinlichkeitswerte
unterstützt die CRIF GmbH uns bei der Entscheidungsfindung und hilft
dabei, alltägliche (Waren-) Kreditgeschäfte rasch abwickeln zu können.

Hierbei wird anhand von gesammelten Informationen und Erfahrungen aus
der Vergangenheit eine Prognose über zukünftige Ereignisse erstellt. Die
Berechnung der Wahrscheinlichkeitswerte erfolgt bei der CRIF GmbH
primär auf Basis der zu einer betroffenen Person bei der CRIF GmbH
gespeicherten Informationen, die auch in der Auskunft gemäß Art. 15
DSGVO ausgewiesen werden. Zudem finden Anschriftendaten Verwendung.
Anhand der zu einer Person gespeicherten Einträge und der sonstigen Daten
erfolgt eine Zuordnung zu statistischen Personengruppen, die in der
Vergangenheit ein ähnliches Zahlungsverhalten aufwiesen. Das verwendete
Verfahren wird als „logistische Regression“ bezeichnet und ist eine
fundierte, seit langem praxiserprobte, mathematisch-statistische Methode
zur Prognose von Risikowahrscheinlichkeiten.

Folgende Daten werden bei der CRIF GmbH zur Scoreberechnung
verwendet, wobei nicht jede Datenart auch in jede einzelne
Scoreberechnung mit einfließt: Geburtsdatum, Geschlecht, Warenkorbwert,
Anschriftendaten und Wohndauer, bisherige Zahlungsstörungen, öffentliche
Negativmerkmale wie Nichtabgabe der Vermögensauskunft,
Gläubigerbefriedigung ausgeschlossen, Gläubigerbefriedigung nicht
nachgewiesen, Inkassoverfahren- und Inkassoüberwachungsverfahren. Die
CRIF GmbH selbst trifft keine Entscheidungen, sie uns lediglich mit ihren
Informationen bei der Entscheidungsfindung. Die Risikoeinschätzung und
Beurteilung der Kreditwürdigkeit erfolgt allein durch uns, da nur wir über
zahlreiche zusätzliche Informationen verfügen.

Sie können jederzeit Auskunft über die Sie betreffenden und bei CRIF
gespeicherten personenbezogenen Daten verlangen: CRIF GmbH, Victor-
Gollancz-Str. 5, 76137 Karlsruhe sowie hier weitere Informationen zum
Datenschutz erhalten.

Wenn wir für unsere Produkte werben

https://www.crif.de/datenschutz/


Direktwerbung

Wir verwenden Ihre Kontaktdaten über die vertragsbezogene Nutzung
hinaus auch zur Werbung. Dies geschieht nur, wenn Sie ausdrücklich
eingewilligt haben (Art. 6 Abs. 1 lit. a) DSGVO) oder aufgrund unseres
berechtigten Interesses an einer persönlichen Kundenansprache oder an
Direktwerbung (Art. 6 Abs. 1 lit. f ) DSGVO) beispielsweise für Informationen
über gleiche und ähnliche Produkte unseres Unternehmens (§ 7 Abs. 3
UWG).

Falls Sie keine Werbung mehr wollen, können Sie jederzeit Ihre
Einwilligung widerrufen oder der Werbung widersprechen, ohne dass
hierfür andere als die Übermittlungskosten nach den Basistarifen
entstehen.

Die von uns verarbeiteten Daten werden gelöscht, sobald sie für ihre
Zweckbestimmung nicht mehr erforderlich sind, Sie der Werbung
widersprochen haben und der Löschung keine gesetzlichen
Aufbewahrungspflichten entgegenstehen.

Falls Sie keine Werbung mehr wollen, können Sie jederzeit Ihre jeweilige
Einwilligung widerrufen oder der Direktwerbung widersprechen

durch einen Klick auf den Abmelde-Link am Ende der Mail
per Mail an datenschutz@krzbb.de
schriftlich an die KREISZEITUNG Böblinger Bote, Wilhelmstraße 34,
71034 Böblingen (bitte Mail-Adresse bzw. Telefonnummer und den
Namen von der Registrierung angeben).

Newsletter

Sie erhalten von uns Newsletter, wenn Sie diese explizit unter Angabe Ihres
Namens und Ihrer E-Mail-Adresse bestellen. Die angegebene E-Mail-Adresse
wird mit Hilfe einer Bestätigungsmail an diese überprüft („Double-Opt-In-
Verfahren“). Diese personenbezogenen Daten verarbeiten wir mit Ihrer
Einwilligung nach Art. 6 Abs. 1 lit. a) DSGVO.

Wenn Sie eingewilligt haben, werten wir Ihre Klicks in Newslettern mit
Hilfe sogenannter Tracking-Pixel, also unsichtbarer Bilddateien aus. Diese
sind Ihrer Mail-Adresse zugeordnet und werden mit einer eigenen ID

mailto:datenschutz@krzbb.de


verknüpft, um Klicks im Newsletter eindeutig Ihnen zuzuordnen. Das
Nutzungsprofil soll dazu dienen, das Newsletter-Angebot auf Ihre Interessen
zuschneiden zu können. Wir erfassen, wann Sie Newsletter lesen und
welche Links Sie anklicken, und folgern daraus ein Interessenprofil.

Sie können sich von jedem Newsletter jederzeit abmelden und Ihre
Einwilligung in den Versand und die Auswertung widerrufen — Sie erhalten
dann allerdings keinen Newsletter mehr. Zu diesem Zweck findet sich in
jedem Newsletter ein entsprechender Link.

Die Löschung Ihrer Daten erfolgt nach Abbestellung des Newsletters zum
Ende des Jahres, in dem Sie sich vom Newsletter abgemeldet haben.

Newsletter - Datenverarbeitung im Detail

Daten
Zweck der
Verarbeitung

Rechtsgrundlag
e der
Verarbeitung

Speicherdauer

E-Mail-Adresse
Versand des
Newsletters

Einwilligung bis Widerruf

IP-Adresse bei
Opt-in

Nachweis des
Double-Opt-In

Einwilligung bis Widerruf

Zeitpunkt der
DOI-
Verifizierung

Nachweis des
Double-Opt-In

Einwilligung bis Widerruf

Anrede*
Direkte
Ansprache

Einwilligung bis Widerruf

Vorname*
Direkte
Ansprache

Einwilligung bis Widerruf

Nachname*
Direkte
Ansprache

Einwilligung bis Widerruf

Nutzungsdaten

Weiterentwickl
ung und
Verbesserung
des Dienstes

Einwilligung bis Widerruf

Endgeräte Korrekte
Ausspielung des

Einwilligung bis Widerruf



Daten
Zweck der
Verarbeitung

Rechtsgrundlag
e der
Verarbeitung

Speicherdauer

Newsletters

*freiwillige Angaben

Ihre Daten werden an unsere Dienstleister für das Newsletter-Management
weitergegeben, die von uns vertraglich dazu verpflichtet werden, Daten
weder zu eigenen Zwecken zu nutzen noch an andere weiterzugeben.

Marketing für eigene Produkte

Um Ihnen Werbung für unsere eigenen Produkte zeigen zu können, nutzen
wir Dienste von Werbepartnern oder kooperieren mit Werbepartnern und
Werbenetzwerken (Remarketing). Diese setzen Cookies, Pixel oder ähnliche
technischen Mittel ein, um Werbeanzeigen anzeigen und auswerten zu
können.

Werbeanzeigen können dabei auf den jeweiligen Nutzer angepasst sein,
indem beispielsweise Informationen des Browsers zur Nutzung (wie etwa
besuchte Seiten, Besuchszeiten, Verweildauer) herangezogen werden. Aber
auch nutzerbezogene Werbeeinblendungen sind möglich. Darüber hinaus
können Auswertungen zur Reichweite oder zu Abrechnungszwecken in
pseudonymisierter Form vorgenommen werden. Die Einzelheiten zu den
eingesetzten Diensten, Kooperationspartnern und einzelnen
Widerspruchsmöglichkeiten haben wir nachstehend für Sie dargestellt.

Diese Werbung erfolgt mit Ihrer Einwilligung (Art. 6 Abs. 1 S. 1 lit. a)
DSGVO).

Unternehmensauftritte in den Sozialen Medien

Wir unterhalten Auftritte in den „Sozialen Medien“. Soweit wir die Kontrolle
über die Verarbeitung Ihrer Daten haben, stellen wir sicher, dass die
geltenden Datenschutzbestimmungen eingehalten werden. Nachfolgend
finden Sie in Bezug auf unsere Unternehmensauftritte die wichtigsten
Informationen zum Datenschutzrecht.



Verantwortlich für die Unternehmensauftritte im Sinne der EU-
Datenschutz-Grundverordnung (DSGVO) sowie sonstiger
datenschutzrechtlicher Bestimmungen sind neben uns:

Meta Platforms (Meta Platforms Ireland Limited, 4 Grand Canal
Square, Grand Canal Harbour, Dublin 2, Irland); weitere Informationen
zum Datenschutz finden Sie hier.

X (Twitter International Unlimited Company, One Cumberland Place,
Fenian Street, Dublin 2, D02 AX07, Ireland); weitere Informationen
zum Datenschutz finden Sie hier.

YouTube (Google Ireland Limited, Gordon House, Barrow Street,
Dublin 4, Irland). Weitere Infomation zum Datenschutz finden Sie hier.

Wir verarbeiten die Daten zu statistischen Zwecken, um die Inhalte
weiterzuentwickeln und optimieren zu können und unser Angebot
attraktiver zu gestalten. Unter diese Daten fallen die Gesamtzahl der
Seitenaufrufe, Seitenaktivitäten sowie durch die Besucher bereitgestellte
Daten und Interaktionen. Diese werden seitens der Sozialen Netzwerke
aufbereitet und zur Verfügung gestellt. Auf die Erzeugung und Darstellung
haben wir keinen Einfluss.

Zudem werden Ihre personenbezogenen Daten zu Marktforschungs- und
Werbezwecken verarbeitet. So ist es möglich, dass beispielsweise aufgrund
Ihres Nutzungsverhaltens und der sich daraus ergebenden Interessen
Nutzungsprofile erstellt werden. Dadurch können unter anderem
Werbeanzeigen innerhalb und außerhalb der Plattformen geschaltet
werden, die mutmaßlich Ihren Interessen entsprechen. Hierfür werden im
Regelfall Cookies auf Ihrem Rechner gespeichert. Unabhängig davon
können in Ihren Nutzungsprofilen auch Daten, die nicht direkt bei Ihren
Endgeräten erhoben werden, gespeichert werden. Die Speicherung und
Analyse erfolgt auch geräteübergreifend, dies gilt insbesondere, aber nicht
ausschließlich, wenn Sie als Mitglied registriert und bei den jeweiligen
Plattformen eingeloggt sind.
Darüber hinaus erheben und verarbeiten wir keine personenbezogenen
Daten.

Die Verarbeitung Ihrer personenbezogenen Daten durch uns erfolgt auf
Grundlage Ihrer Einwilligung gem. Art. 6 Abs. 1 S. 1 lit. a) DSGVO.

https://de-de.facebook.com/privacy/policy/?entry_point=data_policy_redirect&entry=0
https://twitter.com/de/privacy
https://policies.google.com/privacy?hl=de


Da wir keinen vollständigen Zugriff auf Ihre personenbezogenen Daten
haben, sollten Sie sich bei der Geltendmachung Ihrer Betroffenenrechte
direkt an die Anbieter der Sozialen Medien wenden, denn diese haben
jeweils Zugriff auf die personenbezogenen Daten ihrer Nutzer und können
entsprechende Maßnahmen ergreifen und Auskünfte geben.

Sollten Sie dennoch Hilfe benötigen, versuchen wir Sie natürlich zu
unterstützen. Unsere Kontaktdaten finden Sie hier.

Für eine detaillierte Darstellung der jeweiligen Verarbeitungen und der
Widerrufsmöglichkeiten verweisen wir auf die nachfolgend verlinkten
Angaben.

Meta Platforms Optout

X Optout

Youtube/Google Opt-out

Marktportale

Immobilienmarkt

Unser Immobilienportal erreichen Sie unter https://immobilien.krzbb.de

Suchagent
Sie können einen Suchagenten anlegen, der Sie immer dann per E-Mail
informiert, wenn neue Angebote zu Ihrer Suche vorliegen. Wenn Sie den
Suchagenten für Ihre Suche explizit bestellen, erhalten Sie eine E-Mail mit
einem Bestätigungslink zugeschickt. Erst, wenn Sie sich über diesen Link
anmelden, wird Ihre E-Mailadresse zusammen mit Ihren Suchparametern
(Versand des Suchagenten) und dem Zeitstempel der Anmeldung (Nachweis
Double Opt-In) in der Newsletter-Datenbank gespeichert. Ihre Daten werden
an unseren Dienstleister für das Newsletter-Management weitergegeben.
Rechtsgrundlage für die vorgenannten Datenverarbeitungsvorgänge sind
Art. 6 Abs. 1 S. 1 lit. a DSGVO sowie Art. 6 Abs. 1 S.1 lit. b DSGVO.

https://www.facebook.com/settings?tab=ads
https://twitter.com/settings/personalization
https://adssettings.google.com/authenticated
https://immobilien.krzbb.de/


Sie können sich von jedem Newsletter jederzeit abmelden und Ihre
Einwilligung in den Versand widerrufen, indem Sie am Ende des jeweiligen
Newsletters einfach den entsprechenden „Abmelden“-Link anklicken, eine
E-Mail an datenschutz@krzbb.de oder schriftlich an KREISZEITUNG
Böblinger Bote, Wilhelmstr.34, 71034 Böblingen schicken.

Kontaktformular Immobilien
Sie können über das Kontaktformular eine Anfrage an den jeweiligen
Inserenten senden. Standardmäßig ist die E-Mailadresse zwecks
Beantwortung des Anliegens als Pflichtfeld definiert. Inserenten können
jedoch zusätzliche Daten (Name, Telefonnummer, Straße, Postleitzahl, Ort)
in ihrem Kontaktformular als Pflichtfelder definieren, für eine direkte
Ansprache bzw. eine alternative Kontaktmöglichkeit. Die von Ihnen
mitgeteilten personenbezogenen Daten werden zum Zweck der
Kontaktaufnahme mit dem Inserenten sowie zur Qualitätssicherung bei
unserem technischen Dienstleister verarbeitet. Der Inserent erhält Ihre
Kontaktanfrage mit allen von Ihnen eingegebenen Daten. Eine Mitteilung
dieser Angaben an den Inserenten erfolgt ausdrücklich auf freiwilliger Basis
und mit Ihrer Einwilligung. Soweit es sich hierbei um Angaben zu
Kommunikationskanälen (E-Mail-Adresse, Postanschrift, Telefonnummer)
handelt, willigen Sie außerdem ein, dass Sie von dem angeschriebenen
Inserenten ggf. auch über diesen Kommunikationskanal kontaktiert
werden, um Ihr Anliegen zu beantworten. Wir haben in diesem Fall keinen
Einfluss auf und keine Verantwortung für die weitere Verarbeitung Ihrer
Daten beim Inserenten, z. B. einen Makler.
Ihre Daten werden an unseren Dienstleister für die Kontaktaufnahme
weitergegeben. Rechtsgrundlage für die vorgenannten
Datenverarbeitungsvorgänge sind Art. 6 Abs. 1 S. 1 lit. a DSGVO sowie Art. 6
Abs. 1 S.1 lit. b DSGVO.

Stellenmarkt

Unser Stellenportal erreichen Sie unter https://stellenmarkt.stuttgarter-
zeitung.de

Für unser Stellenportal nutzen wir die Plattform der Firma Jobware GmbH,
Technologiepark 15, 33100 Paderborn.
Die Datenschutzerklärung dieser Plattform finden Sie unter
https://www.jobware.de/Datenschutz/.

mailto:datenschutz@krzbb.de
https://stellenmarkt.stuttgarter-zeitung.de/
https://stellenmarkt.stuttgarter-zeitung.de/
https://www.jobware.de/Datenschutz/


Trauermarkt

Unser Trauerportal erreichen Sie unter https://trauer.krzbb.de

Dort finden folgende Verarbeitungen personenbezogener Daten statt:

Bestandsdaten
Die vom Nutzer gemachten Angaben werden im Trauerportal in
automatisierter Form zur Erfüllung des Vertragszwecks (siehe AGB) sowie
unter der Prämisse der unter dem folgenden Punkt Nutzungsdaten
dargelegten Verwendungszwecke benutzt. Die Weitergabe von Daten an
Dritte erfolgt nur im Rahmen der Vertragsbeziehung und zur Erfüllung
gesetzlicher Verpflichtungen. (Art. 6 Abs.1 lit. b und c DSGVO)

Nutzungsdaten
Der Nutzer willigt ein, dass der Verantwortliche im Trauerportal
personenbezogene Nutzerdaten (wie beispielsweise Name, E-Mail-Adresse,
Wohnort sowie Umfang der jeweiligen Nutzung und Angaben über die von
Ihnen in Anspruch genommenen Teledienste) erhebt und für die
Begründung, Durchführung und Abwicklung des Nutzungsverhältnisses
verarbeitet und nutzt.

Ebenfalls willigt ein Nutzer in die Verabeitung von Nutzungsdaten ein

für Zwecke der Abrechnung (sog. Abrechnungsdaten)
Wir dürfen diese an andere Anbieter oder Dritte übermitteln, soweit
dies für Zwecke der Abrechnung mit dem Nutzer notwendig ist. Nach
der vollständigen Begleichung unserer Entgeltforderung werden diese
Nutzungs- und Abrechnungsdaten gelöscht. An die Stelle der Löschung
tritt eine Sperrung, soweit einer Löschung gesetzliche, satzungsmäßige
oder vertragliche Aufbewahrungsfristen entgegenstehen.
für die Analyse zur Verbesserung der Dienste
zur Versendung von E-Mails
Das Trauerportal versendet regelmäßig Newsletter bzw. wöchentliche
Status-E-Mails an alle registrierten Nutzer. Darin werden diese u.a.
über neue Features informiert und persönliche Statistiken aus der
jeweils abgelaufenen Kalenderwoche (z. B. die Anzahl neuer Einträge
auf Seiten, auf denen der Nutzer in der "Familie und Freundes"-Liste
eingetragen ist) übermittelt. Unter „Mein Account“ > „Einstellungen“
sowie über den am Ende der jeweiligen Mail angegebenen Link können
Nutzer den Newsletter und die E-Mail-Benachrichtigungen jederzeit
abbestellen.

https://trauer.krzbb.de/


Diese Daten können auch an einen externen Dienstleister zu dem
ausschließlichen Zweck übergeben werden, im Namen und Auftrag E-
Mails und Newsletter zu versenden.

Übermittlung von Kontaktdaten an Dritte
Das Trauerportal bietet jedem Nutzer die Möglichkeit, anderen registrierten
Nutzern über ein Nachrichtenformular eine persönliche Nachricht zu
schreiben. Die verfasste Nachricht wird vom Portal an den Empfänger via E-
Mail weitergeleitet, wobei der Empfänger die Möglichkeit erhält, dem
Absender über dessen angegebene E-Mail-Adresse zu antworten. Die E-Mail-
Adresse ist für den Empfänger einer Nachricht damit einsehbar. Die
Übermittlung der E-Mail-Adresse und sonstiger Kontaktdaten geschieht auf
eigene Gefahr. Der Versand einer E-Mail erfolgt in der Regel unverschlüsselt.
Zugänglichkeit von Profildaten des Nutzers für andere Nutzer
Der Nutzer willigt ein, dass folgende Daten seines Profils für andere Nutzer
sichtbar sind: Vorname, Nachname und Wohnort. Der Nutzer hat jederzeit
die Möglichkeit, unter „Mein Account“ > „Meine Daten“ seine Nutzerdaten zu
bearbeiten sowie einzelne Angaben zu löschen (z. B. den Wohnort).

Social Media-Einbindungen über Shariff-Lösung
Auf dem Trauerportal sind Social Media Plugins oder Social Media Buttons
rechtssicher als sog. „Shariff-Lösung“ eingebunden. Bei dieser handelt es
sich um eine Weiterentwicklung der sog. "2-Klick"-Lösung“. Bei der Shariff-
Lösung ruft ein Skript ab, wie oft eine Seite bereits geteilt oder getwittert
wurde. Es nimmt über die Programmierschnittstellen (APIs) der Dienste zu
diesen Kontakt auf und ruft die Daten ab. Die Abfrage geschieht also vom
Server aus; statt der IP-Adresse des Besuchers wird lediglich die Server-
Adresse an Meta Platforms, Google oder Twitter übertragen. Nutzer stehen
erst dann mit Meta Platforms, Google oder Twitter direkt in Verbindung,
wenn sie aktiv werden. Vorher können die sozialen Netzwerke keine Daten
über sie erfassen. Das bedeutet: Solange der Nutzer nicht auf den Link
klickt, um Inhalte zu teilen, bleibt er für Meta Platforms, Google oder
Twitter unsichtbar d.h. durch die genannten Sozialen Netzwerke werden
keine Daten verarbeitet. Klickt der User auf den Link, liegt die
Informationspflicht über die Datenerhebung und -verarbeitung aber nicht
mehr beim Händler, sondern bei dem Betreiber des sozialen Netzwerkes.

Google Maps
Das Portal nutzt Google Maps (Google Inc., 1600 Amphitheatre Parkway,
Mountain View, CA 94043, USA) zur Darstellung von Landkarten und
geografischen Positionen. Die Nutzung von Google Maps erfolgt im Interesse



einer ansprechenden Darstellung unserer Online-Angebote und einer
einfachen Auffindbarkeit der angegebenen Orte. Darin liegt unser
berechtigtes Interesse im Sinne von Art. 6 Abs. 1 lit. f DSGVO. Bei dem
Aufruf einer Webseite mit einer Karte von Google Maps werden von Ihrem
Browser automatisch Daten an Google Maps übertragen. Diese Daten
werden von Google erfasst und genutzt. Google setzt Cookies ein. Bitte
beachten Sie in diesem Zusammenhang auch die
Datenschutzbestimmungen (http://www.google.de/intl/de/privacy/privacy-
policy.html) von Google, Nutzungsbedingungen
(http://www.google.com/intl/de_de/help/terms_maps.html) für Google Maps
und Informationen zu Transparenz und Wahlmöglichkeiten
(http://www.google.de/intl/de/privacy/) sowie das verfügbare Browser-
Plugin (http://tools.google.com/dlpage/gaoptout?hl=de). Alternativ können
Sie in Ihren Browsereinstellungen JavaScript deaktivieren. Mit dieser
Einstellung steht die Kartenanzeige nicht mehr zur Verfügung.

Speicherdauer
Ihre Einwilligung (Aktivierung des Embeds) wird über das Cookie
„hasConfimedGoogleMaps“ mit einer Laufzeit von einem Monat gespeichert.
Danach müssen Sie erneut durch Aktivierung des Embeds einwilligen.

Widerspruch
Sie können Ihre erteilte Einwilligung jederzeit widerrufen, indem Sie den
Zwischenspeicher (Cache) Ihres Browsers leeren.

Cookies und Tracking

Sie finden am Seitenende unter Datenschutz-Einstellungen eine Übersicht
der eingesetzten Dienste und Tools, die Cookies setzen. Hier können Sie Ihre
persönlichen Einstellungen vornehmen und individuell anpassen.

Wenn Sie uns kontaktieren

Kontakt

http://www.google.de/intl/de/privacy/privacy-policy.html
http://www.google.de/intl/de/privacy/privacy-policy.html
http://www.google.com/intl/de_de/help/terms_maps.html
http://www.google.de/intl/de/privacy/
http://tools.google.com/dlpage/gaoptout?hl=de


Wenn Sie mit uns in Kontakt treten, erheben wir nur dann
personenbezogene Daten (z. B. Name, E-Mail-Adresse, Telefonnummer),
wenn Sie uns diese von sich aus mitteilen. Eine Mitteilung dieser Angaben
erfolgt ausdrücklich auf freiwilliger Basis. Der Zweck der Verarbeitung Ihrer
Daten ist die Bearbeitung und Beantwortung Ihres Anliegens. Darin liegt
auch unser berechtigtes Interesse an der Datenverarbeitung nach Art.6
Abs.1 S.1 lit.f) DSGVO.

Bei einer telefonischen Anfrage werden Ihre Daten zudem durch
Telefonanwendungen und zum Teil auch über ein Sprachdialogsystem
verarbeitet, um uns bei der Verteilung und Bearbeitung der Anfragen zu
unterstützen.

Wir werden Ihre Daten, die wir im Rahmen der Kontaktaufnahme erhalten
haben, löschen, sobald Ihr Anliegen vollständig bearbeitet ist und keine
weitere Kommunikation mit Ihnen erforderlich ist oder von Ihnen
gewünscht wird.

Fragen und Zuschriften an die Redaktion

Sie haben die Möglichkeit uns Kommentare, Fragen an die Redaktion oder
Zuschriften per Post oder elektronisch zuzusenden. Nehmen Sie diese
Möglichkeit wahr, so werden die von Ihnen angegebenen Daten an uns
übermittelt, gespeichert und die Beiträge können veröffentlicht werden.

Die Weitergabe Ihrer Daten an Dritte findet nicht statt. Sollte Ihr
eingesendeter Beitrag veröffentlicht werden, so geschieht dies regelmäßig
unter Angabe Ihres Vor- und Nachnamens und Angabe des Wohnortes.
Rechtsgrundlage ist Artikel 6 Abs. 1 S. 1 lit. a) DSGVO. Sie haben das Recht,
erteilte Einwilligungen gem. Art. 7 Abs. 3 DSGVO mit Wirkung für die
Zukunft zu widerrufen.

Nach Erfüllung des Zwecks - regelmäßig nach Veröffentlichung – werden die
von Ihnen erhobenen personenbezogenen Daten sorgfältig gelöscht.

An Umfragen teilnehmen

Um zu erfahren, wie zufrieden Sie mit unseren Produkten sind, können Sie
an unseren Umfragen teilnehmen. Sie entscheiden für jede Umfrage einzeln,
ob Sie teilnehmen möchten und welche Informationen Sie uns geben



möchten. Ihre Daten werden auf Grundlage Ihrer Einwilligung verarbeitet
(Art. 6 Abs. 1 S. 1 lit. a) DSGVO).

Damit wir Nutzern dieselbe Umfrage nicht mehrfach anzeigen, lesen wir IP-
Adressen aus, die vor dem Speichern anonymisiert werden. Diese
Verschlüsselung kann nicht mehr rückgängig gemacht werden.

Easyfeedback

Für unsere Umfragen verwenden wir das Online-Umfragetool easyfeedback
unseres Deinstleisters easyfeedback GmbH, Ernst-Abbe-Straße 4, 56070
Koblenz. Informationen zum Datenschutz finden Sie hier. Alle Daten
werden auf den easyfeedback-Servern bei der Strato AG in Deutschland
gespeichert.

Die Löschung erfolgt mit Ablauf des Jahres, in dem die Umfrage
abgeschlossen wurde.

Um es Teilnehmern zu ermöglichen, eine auf der Website eingebettete
Umfrage zu unterbrechen und mit demselben Browser wieder fortzusetzen,
wird mit dem Start der Umfrageteilnahme ein Session-Cookie erstellt, das
eine aus dem Präfix „efSurveySession“ und einer laufenden Nummer
gebildete Session-ID beinhaltet.

Teilnahme an Gewinnspielen, Quizzen und Tippspielen

Für die Teilnahme an Gewinnspielen geben Sie Daten an, die wir zur
Vertragserfüllung (Art. 6 Abs. 1 lit. b DSGVO) und aufgrund Ihrer
Einwilligung (Art. 6 Abs. 1 lit. a DSGVO) verarbeiten dürfen.
Diese Daten werden benötigt

zu Registrierung
zum Eintrag in den Highscore/Bestenliste
zur Akzeptierung der Teilnahmebedingungen und
um das Lesen der Datenschutz-Hinweis zu bestätigen.

Für die Teilnahme an Quizzen und Online-Spielen ist erst dann eine
Registrierung erforderlich, wenn Sie sich in den Highscores/Bestenlisten
eintragen lassen wollen.
Für die Registrierung und Eintragung in die Bestenliste verarbeiten wir
unter anderem Ihre E-Mail-Adresse, einen – möglichst erfundenen –

https://easy-feedback.de/privacy/datenschutz


Benutzernamen und ein Passwort. Den Benutzernamen müssen Sie zur
Eintragung in die Bestenliste in Ihrem Profil in Ihrem Konto hinterlegen.
Der Benutzername wird in der Bestenliste veröffentlicht, sofern Sie nach der
Registrierung auf den Button "In Bestenliste eintragen" klicken.

Bei der Auslobung von (Sach-)Preisen werden insbesondere nach Ende des
Gewinnspiels von den Gewinnern weitere persönliche Daten benötigt, wie
etwa die Anschrift, um diese im Falle des Gewinns benachrichtigen und den
Gewinn übermitteln zu können.

Die Erfassung und Verarbeitung der personenbezogenen Daten dient zur
Durchführung des jeweiligen Gewinnspiels und der Quizze sowie
gegebenenfalls zur Zusendung von Gewinnen. Die Daten werden mit Ihrer
Einwilligung verarbeitet (Art. 6 Abs. 1 S.1 lit. a) DSGVO), bei Gewinnspielen
nach Art. 6 Abs. 1 S.1 lit. b) DSGVO. Sämtliche Daten werden für den Zweck
und für die Dauer des Gewinnspiels gespeichert und nach Ablauf der Aktion
gelöscht, sofern keine gesetzlichen Aufbewahrungspflichten bestehen. Der
Benutzername, der in den Highscores/Bestenlisten veröffentlicht wird, wird
nur auf Widerruf gelöscht.

Ihre Daten werden gegebenenfalls an unsere Gewinnspiel-Dienstleister und
Sponsoren im Rahmen der Teilnahmebedingungen weitergegeben, denen
Sie zugestimmt haben, und gelöscht, sofern diese nicht mehr erforderlich
sind.

Weitere Einzelheiten im Zusammenhang mit dem jeweiligen Gewinnspiel
entnehmen Sie bitte den Teilnahmebedingungen.

Sie haben das Recht, erteilte Einwilligungen gem. Art. 7 Abs. 3 DSGVO mit
Wirkung für die Zukunft zu widerrufen unter datenschutz@krzbb.de

Veranstaltungen

Für Veranstaltungen verarbeiten wir Ihre Namen, Kontakt- und
Adressdaten, die zum Zwecke der Durchführung der Veranstaltungen
erforderlich sind. Rechtsgrundlage dafür ist Art. 6 Abs. 1 S. 1 b) DSGVO.
Ohne eine Verarbeitung der personenbezogenen Daten könnten wir die
Veranstaltungen nicht durchführen oder den Teilnehmern diesen Service
nicht anbieten. Die Daten werden nicht für Werbezwecke verwendet und
nur an Dritte weitergegeben, wenn ein Mitveranstalter oder

mailto:datenschutz@krzbb.de


Veranstaltungsdienstleister diese Daten erhalten darf oder ein erhöhtes
Sicherheitsaufkommen notwendig ist (z. B. Weiterleitung an die Polizei,
BKA).

Sobald der Zweck zur Erhebung der Daten und gesetzliche
Aufbewahrungspflichten erfüllt sind, werden die Daten gelöscht.

ExpoIP

Wir nutzen das Tool EXPO-IP (EXPO-IP GmbH, Robert-Bosch-Str. 7, 64293
Darmstadt), um digitale Veranstaltungen und Messen durchzuführen. Wenn
wir eine solche Online-Veranstaltungen aufzeichnen wollen, werden wir
Ihnen das vorab transparent mitteilen und – soweit erforderlich – um eine
Zustimmung bitten.

Bei der Nutzung von EXPO-IP werden verschiedene Datenarten verarbeitet.
Der Umfang der Daten hängt dabei auch davon ab, welche Angaben zu
Daten Sie vor bzw. bei der Teilnahme an einer Online-Veranstaltung
machen.

Folgende personenbezogene Daten sind Gegenstand der Verarbeitung:

Authentifizierungsdaten
Nutzungsdaten, z.B. Log-Dateien (insb. Namen von Nutzern von IT-
Systemen oder Anwendungen, IP-Adressen)
Stammdaten
Systemzugangsdaten

Die Datenverarbeitung erfolgt nach Art. 6 Abs. 1 S. 1 lit. b DSGVO. Eine
Aufzeichnung der Online-Veranstaltung erfolgt ausschließlich dann, wenn
wir Sie hierüber im Voraus informiert haben und Sie der Aufzeichnung
zugestimmt haben. Die Rechtsgrundlage ist in diesem Fall Art. 6 Abs. 1 lit. a
DSGVO.

Ihre personenbezogenen Daten, die im Zusammenhang mit der Teilnahme
an unseren Online-Veranstaltungen verarbeitet werden, werden
grundsätzlich nicht an Dritte weitergegeben, sofern sie nicht gerade zur
Weitergabe bestimmt sind. Der Dienstleister EXPO-IP erhält
notwendigerweise Kenntnis von den o.g. Daten, soweit dies im Rahmen
unseres Auftragsverarbeitungsvertrages mit ihm vorgesehen ist. Wenn Sie
bei EXPO-IP als Benutzer registriert sind, dann können Berichte über
Online-Veranstaltungen (Meeting-Metadaten, Fragen und Antworten in



Webinaren, Umfragefunktion in Webinaren, Chatverläufe) bei EXPO-IP
gespeichert werden.

Ihre Daten werden gelöscht, sobald sie für den Zweck für den sie erhoben
worden sind nicht mehr erforderlich sind.

Wir haben mit EXPO-IP einen Auftragsverarbeitungsvertrag geschlossen,
der den Anforderungen von Art. 28 DSGVO entspricht.

Weitere Informationen finden Sie im Datenschutzhinweis von EXPO-IP.

Doo Events

Anmeldung zu Veranstaltungen

Sie können sich auf unserer Webseite zu Veranstaltungen anmelden. Bei der
Anmeldung und der Teilnahme an einer Veranstaltung verarbeiten wir Ihre
im Rahmen der Anmeldung angegebenen und im Rahmen der Teilnahme an
der jeweiligen Veranstaltung erhobenen Daten für die Durchführung der
Anmeldung und die Teilnahme an der Veranstaltung.

Kategorien von Daten

Die bei einer Anmeldung verarbeiteten personenbezogenen Daten gehören
zu folgenden Datenkategorien:

Name
Adresse
E-Mail-Adresse
Bewegungsdaten auf Events („Session Tracking“)
Zahlungsdaten (bei kostenpflichtigen Events)
Reaktionsverhalten bei Invitee Data
Sonstige Daten, die in die Event-Management-Plattform transferiert
bzw. im Rahmen einer Anmeldung zu einem Event abgefragt werden

Besondere Datenkategorien

Die im Auftrag verarbeiteten personenbezogenen Daten umfassen
regelmäßig keine besonderen Datenkategorien, es sei denn, es werden
besondere Datenkategorien in die Event Management-Plattform transferiert
bzw. im Rahmen einer Anmeldung zu einem Event abgefragt.

https://expo-ip.com/grundsaetze-der-datenverarbeitung/


Wir versenden im Rahmen der Registrierung und Teilnahme an einer
Veranstaltung Informationen per Post und/oder E-Mail an die von Ihnen
angegebenen Kontaktdaten. Rechtsgrundlage hierfür ist Art. 6 Abs. 1 lit. b
DSGVO, also die Erfüllung des Vertrages zur Teilnahme an der jeweiligen
Veranstaltung oder die zur Durchführung vorvertraglicher Maßnahmen, die
auf Ihre Anfrage hin erfolgen. Für die Registrierung und das Management
von Veranstaltungen nutzen wir den Dienstleister doo GmbH, Hultschiner
Str. 8, 81677 München. Ausführliche Informationen zur Datenverarbeitung
und zum Datenschutz bei doo finden Sie in der Datenschutzerklärung von
doo unter folgendem Link:
https://doo.net/de/about/datenschutzerklaerung.html

etracker Events

Bei Veranstaltungen nutzen wir Dienste der etracker GmbH aus Hamburg
zur Analyse von Nutzungsdaten. Standardmäßig verwenden wir dabei keine
Cookies für die Web-Analyse.
Wenn wir Analyse- und Optimierungs-Cookies einsetzen, holen wir vorher
die explizite Einwilligung gesondert ein. Die mit etracker erzeugten Daten
werden im Auftrag des Anbieters dieser Website von etracker ausschließlich
in Deutschland verarbeitet und gespeichert und unterliegen damit den
strengen deutschen und europäischen Datenschutzgesetzen und -standards.
etracker wurde diesbezüglich unabhängig geprüft, zertifiziert und mit dem
Datenschutz-Gütesiegel ePrivacyseal ausgezeichnet.
Die Datenverarbeitung erfolgt auf Basis der gesetzlichen Bestimmungen des
Art. 6 Abs.1 lit. f (berechtigtes Interesse) der Datenschutzgrundverordnung
(DSGVO). Unser Anliegen im Sinne der DSGVO (berechtigtes Interesse) ist die
Optimierung unseres Online-Angebotes und unseres Webauftritts. Da uns
die Privatsphäre unserer Besucher wichtig ist, werden die Daten, die
möglicherweise einen Bezug zu einer einzelnen Person zulassen, wie die IP-
Adresse, Anmelde- oder Gerätekennungen, frühestmöglich anonymisiert
oder pseudonymisiert. Eine andere Verwendung, Zusammenführung mit
anderen Daten oder eine Weitergabe an Dritte erfolgt nicht.
Weitere Informationen zum Datenschutz bei etracker finden Sie hier.

Widerspruch

Sie können der vorbeschriebenen Datenverarbeitung jederzeit
widersprechen. Der Widerspruch hat keine nachteiligen Folgen.
Den Widerspruch können Sie hier vornehmen.

https://doo.net/de/about/datenschutzerklaerung.html
https://www.etracker.com/
https://www.etracker.com/datenschutz
https://www.etracker.com/datenschutzerklaerung/#et-opt-out


Videokonferenzen

Wir nutzen das Tool „Microsoft Teams“, um Telefonkonferenzen, Online-
Meetings, Videokonferenzen und/oder Web-Konferenzen durchzuführen
(nachfolgend: „Online-Meetings“). „Microsoft Teams“ ist ein Service der
Microsoft Corporation (Microsoft Corporation, One Microsoft Way,
Redmond, WA 98052-6399, USA). Wenn wir Online-Veranstaltungen
aufzeichnen wollen, werden wir Ihnen das vorab transparent mitteilen und
– soweit erforderlich – um eine Zustimmung bitten. Die Tatsache der
Aufzeichnung wird Ihnen zudem in der MS-Teams-App angezeigt.

Hinweis: Soweit Sie die Internetseite von „Microsoft Teams“ aufrufen, ist der
Anbieter von „Microsoft Teams“ für die Datenverarbeitung verantwortlich.
Ein Aufruf der Internetseite ist für die Nutzung von „Microsoft Teams“
jedoch nur erforderlich, um sich die Software für die Nutzung von
„Microsoft Teams“ herunterzuladen.

Wenn Sie die „Microsoft Teams“-App nicht nutzen wollen oder können,
können Sie „Microsoft Teams“ auch über Ihren Browser nutzen. Der Dienst
wird dann insoweit auch über die Website von „Microsoft Teams“ erbracht.

Bei der Nutzung von „Microsoft Teams“ werden verschiedene Datenarten
verarbeitet. Der Umfang der Daten hängt dabei auch davon ab, welche
Angaben zu Daten Sie vor bzw. bei der Teilnahme an einem „Online-
Meeting“ machen.

Folgende personenbezogene Daten sind Gegenstand der Verarbeitung:

Angaben zum Benutzer: z. B. Anzeigename („Display name“), ggf. E-
Mail-Adresse, Profilbild (optional), bevorzugte Sprache
Meeting-Metadaten: z. B. Datum, Uhrzeit, Meeting-ID,
Telefonnummern, Ort
Text-, Audio- und Videodaten: Sie haben ggf. die Möglichkeit, in einem
„Online-Meeting“ die Chatfunktion zu nutzen. Insoweit werden die von
Ihnen gemachten Texteingaben verarbeitet, um diese im „Online-
Meeting“ anzuzeigen. Um die Anzeige von Video und die Wiedergabe
von Audio zu ermöglichen, werden entsprechend während der Dauer
des Meetings die Daten vom Mikrofon Ihres Endgeräts sowie von einer
etwaigen Videokamera des Endgeräts verarbeitet. Sie können die
Kamera oder das Mikrofon jederzeit selbst über die „Microsoft Teams“-
Applikationen abschalten bzw. stummstellen.



Die Chatinhalte werden bei der Verwendung von Microsoft Teams
protokolliert. Dateien, die Benutzer in Chats freigeben, werden im OneDrive
for Business-Konto des Benutzers gespeichert, der die Datei freigegeben hat.
Die Dateien, die Teammitglieder in einem Kanal freigeben, werden auf der
SharePoint-Website des Teams gespeichert.

Soweit personenbezogene Daten von Beschäftigten verarbeitet werden, ist §
26 BDSG die Rechtsgrundlage der Datenverarbeitung. Sollten im
Zusammenhang mit der Nutzung von „Microsoft Teams“ personenbezogene
Daten nicht für die Begründung, Durchführung oder Beendigung des
Beschäftigungsverhältnisses erforderlich, gleichwohl aber elementarer
Bestandteil bei der Nutzung von „Microsoft Teams“ sein, so ist Art. 6 Abs. 1
lit. f ) DSGVO die Rechtsgrundlage für die Datenverarbeitung. Unser
Interesse besteht in diesen Fällen an der effektiven Durchführung von
„Online-Meetings“.

Im Übrigen ist die Rechtsgrundlage für die Datenverarbeitung bei der
Durchführung von „Online-Meetings“ Art. 6 Abs. 1 lit. b) DSGVO. Eine
Aufzeichnung von Online-Meetings erfolgt ausschließlich dann, wenn wir
Sie hierüber im Voraus informiert haben und Sie der Aufzeichnung
zugestimmt haben. Die Rechtsgrundlage ist in diesem Fall Art. 6 Abs. 1 lit. a
DSGVO.

Personenbezogene Daten, die im Zusammenhang mit der Teilnahme an
„Online-Meetings“ verarbeitet werden, werden grundsätzlich nicht an Dritte
weitergegeben, sofern sie nicht gerade zur Weitergabe bestimmt sind.
Beachten Sie bitte, dass Inhalte aus „Online-Meetings“ wie auch bei
persönlichen Besprechungstreffen häufig gerade dazu dienen, um
Informationen mit Kunden, Interessenten oder Dritten zu kommunizieren
und damit zur Weitergabe bestimmt sind.
Weitere Empfänger: Der Anbieter von „Microsoft Teams“ erhält
notwendigerweise Kenntnis von den o.g. Daten, soweit dies im Rahmen
unseres Auftragsverarbeitungsvertrages mit „Microsoft Teams“ vorgesehen
ist.
Eine Datenverarbeitung außerhalb der Europäischen Union (EU) erfolgt
grundsätzlich nicht, da wir unseren Speicherort auf Rechenzentren in der
Europäischen Union beschränkt haben. Wir können aber nicht
ausschließen, dass das Routing von Daten über Internetserver erfolgt, die
sich außerhalb der EU befinden. Dies kann insbesondere dann der Fall sein,
wenn sich Teilnehmende an „Online-Meeting“ in einem Drittland aufhalten.



Da Microsoft seinen Sitz in den USA hat, haben wir mit Microsoft einen
Auftragsverarbeitungsvertrag geschlossen, der den Anforderungen von Art.
28 DSGVO entspricht. Ein angemessenes Datenschutzniveau ist zum einen
durch den Abschluss der sog. EU-Standardvertragsklauseln garantiert. Als
ergänzende Schutzmaßnahmen haben wir ferner unsere Konfiguration so
vorgenommen, dass für die Durchführung von „Online-Meetings“ nur
Rechenzentren in der EU, dem EWR bzw. sicheren Drittstaaten wie z.B.
Kanada oder Japan genutzt werden.

Weitere Informationen finden Sie im Datenschutzhinweis von Microsoft:
https://privacy.microsoft.com/de-de/privacystatement
www.microsoft.com/de-de/trust-center

Die Daten sind während des Transports über das Internet jedoch
verschlüsselt und somit vor einem unbefugten Zugriff durch Dritte
gesichert.

Wir löschen personenbezogene Daten grundsätzlich dann, wenn kein
Erfordernis für eine weitere Speicherung besteht. Ein Erfordernis kann
insbesondere dann bestehen, wenn die Daten noch benötigt werden, um
vertragliche Leistungen zu erfüllen, Gewährleistungs- und ggf.
Garantieansprüche prüfen und gewähren oder abwehren zu können. Im
Falle von gesetzlichen Aufbewahrungspflichten kommt eine Löschung erst
nach Ablauf der jeweiligen Aufbewahrungspflicht in Betracht.

Was Sie noch wissen sollten

Verantwortlicher

KREISZEITUNG Böblinger Bote
Wilhelm Schlecht GmbH & Co. KG

Wilhelmstraße 34
71034 Böblingen

https://privacy.microsoft.com/de-de/privacystatement
http://www.microsoft.com/de-de/trust-center


Datenschutzbeauftragter

atarax Unternehmensgruppe

Luitpold-Maier-Str. 7
D-91074 Herzogenaurach
Telefon: 09132 79800
E-Mail: swmh-datenschutz@atarax.de.

Kontakt für Ihre Datenschutzanfrage

Hier können Sie Ihre Fragen zum Datenschutz stellen.

datenschutz@krzbb.de

Ihre Rechte

Gemäß Art.15 DSGVO haben Sie das Recht, Auskunft über Ihre von uns
verarbeiteten personenbezogenen Daten zu verlangen. In diesem
Rahmen haben Sie nach Maßgabe des Art. 15 Abs. 3-4 DSGVO zudem
das Recht, eine Kopie Ihrer durch uns verarbeiteten
personenbezogenen Daten zu erhalten.
Gemäß Art. 16 DSGVO können Sie unverzüglich die Berichtigung
unrichtiger oder die Vervollständigung Ihrer bei uns gespeicherten
personenbezogenen Daten verlangen.
Gemäß Art. 17 DSGVO können Sie die Löschung Ihrer bei uns
gespeicherten personenbezogenen Daten verlangen.
Gemäß Art. 18 DSGVO können Sie die Einschränkung der
Verarbeitung Ihrer personenbezogenen Daten verlangen.
Gemäß Art. 20 DSGVO können Sie verlangen, Ihre personenbezogenen
Daten, die Sie uns bereitgestellt haben, in einem strukturierten,
gängigen und maschinenlesebaren Format zu erhalten und Sie können
die Übermittlung an einen anderen Verantwortlichen verlangen.
Gemäß Art. 7 Abs. 3 DSGVO können Sie Ihre einmal erteilte
Einwilligung jederzeit gegenüber uns widerrufen. Das bedeutet, dass
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die vor dem Widerruf erfolgte Verarbeitung auf Basis der Einwilligung
rechtmäßig erfolgte, und hat zur Folge, dass wir die auf dieser
Einwilligung beruhende Datenverarbeitung für die Zukunft nicht mehr
fortführen dürfen.

Widerspruchsrecht

Bei der Verarbeitung Ihrer personenbezogenen Daten auf Grundlage
berechtigter Interessen gemäß Art. 6 Abs. 1 S. 1 lit. f ) DSGVO oder nach
Art. 6 Abs. 1 S. 1 lit. e) DSGVO haben Sie das Recht, gemäß Art. 21 DSGVO
Widerspruch gegen die Verarbeitung Ihrer personenbezogenen Daten
einzulegen. Wir verarbeiten Ihre personenbezogenen Daten im Falle eines
solchen Widerspruchs nicht mehr, es sei denn, wir können zwingende
schutzwürdige Gründe für die Verarbeitung nachweisen, die die
Interessen, Rechte und Freiheiten der betroffenen Person überwiegen
oder die Verarbeitung dient der Geltendmachung, Ausübung oder
Verteidigung von Rechtsansprüchen.
Im Fall der Direktwerbung besteht für Sie jederzeit ein
Widerspruchsrecht gegen die Verarbeitung der Sie betreffenden
personenbezogenen Daten. Wenn Sie der Verarbeitung zu Zwecken der
Direktwerbung widersprechen, so werden die personenbezogenen Daten
nicht mehr für diese Zwecke verarbeitet.

Beschwerderecht bei der Aufsichtsbehörde

Sie haben das Recht, bei einer Datenschutz-Aufsichtsbehörde Beschwerde
gegen die Verarbeitung Ihrer personenbezogenen Daten einzulegen, wenn
Sie sich in Ihren Rechten gemäß der DSGVO verletzt sehen. In der Regel
können Sie sich hierfür an die Aufsichtsbehörde Ihres üblichen
Aufenthaltsortes, Ihres Arbeitsplatzes oder unseres Unternehmenssitzes
wenden.

Links zu anderen Websites

Wir verlinken auf Webseiten anderer Anbieter oder haben Elemente von
ihnen bei uns eingebunden. Dafür gelten diese Datenschutzhinweise nicht —
wir haben keinen Einfluss auf diese Seiten und können nicht kontrollieren,
dass andere die geltenden Datenschutzbestimmungen einhalten.



Änderungen der Datenschutzhinweise

Wir behalten uns das Recht vor, diese Datenschutzhinweise jederzeit unter
Beachtung der geltenden Datenschutzvorschriften zu ändern bzw.
anzupassen.


